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Note:	 The question paper is divided into three sections A, B and C. 
Write answers as per given instructions.

	 Section - A	 10 × 2 = 20

	 (Very Short Answer Questions)

Note:	 Answer all questions. As per the nature of the question 
delimit your answer in one word, one sentence or 
maximum upto 30 words. Each question carries 2 marks.

1)	 (i)	 Data Security.

	 (ii)	 E-mail bombing.

	 (iii)	 What is the full form of WCAG?

	 (iv)	 What is Net Neutrality?

	 (v)	 What is operating system security?

	 (vi)	 ICSPA full form.
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	 (vii)	Cyber terrorism.

	 (viii)	Public Key.

	 (ix)	 Cyber Censorship.

	 (x)	 ATAG full form.

	 Section - B	 4 × 10 = 40

	 (Short Answer Questions)

Note:	 Answer any four questions. Each answer should not 
exceed 200 words. Each question carries 10 marks.

2)	 Discuss Cyber Terrorism under IT Act, 2000.

3)	 Discuss Indian Government and Cyber Security Policy-2013.

4)	 Discuss the various types of “Cyber Crime”.

5)	 Explain Justice Dispensation System for Cyber Crimes.

6)	 Explain the Powers of the cyber appellate tribunal.

7)	 Define censorship and role of WTO in this area.

8)	 What is hacking? Differentiate it with ethical hacking.

9)	 Discuss the case stories of India Regarding Cyber Crime.
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	 Section - C	 2 × 20 = 40

	 (Long Answer Questions)

Note:	 Answer any two questions. You have to delimit your each 
answer maximum upto 500 words. Each question carries 
20 marks.

10)	 Discuss about various offences in cyber world. What are the 
guideline given for cyber security in India.

11)	 Discuss the constitution powers? Jurisdiction of cyber appellate 
tribunal in detail.

12)	 Discuss in detail the legal position of digital signature with the 
help of provisions of IT Act, 2000.

13)	 Explain the issues relating online privacy and security.


