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UNIT1

TRANSMISSION TERMINOLOGY

~ Structure of the unit

1.0 Objectives

1.1  Introduction

1.2 Components __.6f Data communication
1.3  Terminologies

1.4  Analog and Digital Transmission

1.5  Transmission Impairments

1.6  Transmission Media.

1.7  Summary

1.8  Unit End Questions

1.0 OBJECTIVES
After completing this unit you will learn

* About Data comunication
* How Data are transmitted over network
+ What various Media needed for communication

1.1 INTRODUCTION

Data communication means transfer of data from one device to another via some form of transmission
medium. A data communication system must transmit data to the correct destination in an accurate and
timely manner. The five components that make up adata communication system are the message, sencler
receiver, medium, and protocol. _

Text, numbers, images, audio, and video are different forms of information.
Data flow between two devices can occur in one of three ways: simplex, half-duplex, or full-duplex.

A network is a set of communication devices connected by media links. In a point-to-point connection,
two and only two devices are connected by a dedicated link. In a multipoint connection, three or more
devices share alink. Topology refers to the physical or logical arrangement of 2 network. Devu:es may be
arranged in a mesh, star, bus, or ring topology.

A network can be categorized as a local area network (LAN ), a metropolltan-area network (MAN) ora
wide area network (WAN).

1.2 COMPONENTS OF DATA COMUNICATION
What is a Data Communications Network

It is an infrastructure that contains connection nodes and transmission pathways which allow the reliable
exchange of data between connected parties

It has the following components -

. Source - Generates data to be transmitted

. Transmitter - Converts data info transmittable signals
. Transmission System - Carries data

¢ Receiver - Converts received signal into data

. Destination - Takes incoming data
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1.3 TERMINOLOGIES
- Data communication can be describe through various different terminologies.
Terminology- 1

Transmitter

Receiver

Medium _

Guided medium e.g. twisted pair, optical fiber

Unguided medium e.g. air, water, vacuum
Termmology -2

" Direct link - No intermediate devices

Pomt-to~pomt Direct link Only two devices share link

Multi-point - More than two devices share the link
Terlﬁinology -3 -

Simiplex - One direction e.g, Television

Half duplex - Either dlrectmn but only one V\/ay atatime e.g. police radio

' Full duplex - Both directions at the same the e.g. telephone

@ Send or receive > Simplex
Send and receiva
@ %nly one way al a fime ' Haif-dupiex

- Send o
® recons >®  Full-Duplex

simultaneously

Shannon’s Data Communciation Model

This model have Six Components —
¢ Aninformation source generates a message
. A transmitter encodes the message as a signal
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. The signal is transmitted over a communications channel —a medium that bridges the distance
between the transmuitter and the receiver

+ A source of neise is usually present in the communication channel — this is a random element that
modifies the encoded signal in unpredictable ways
. The receiver extracts a signal from the communication channel and converts it back into the form
) of amessage
"¢ ' The destination receives the message

' _1 4 ANALOG AND DIGITAL TRANSMISSION

. Data: Entity that conveys meaning

*  Signal: Electric/Electronic encoding (representation) of data.
¢ Signaling: Act of propagating the signal along a suitable medium

. Transmission; Communication of data by the propagatlon and processing of sngnals
Analog Data and Digital Data ' '
* Analog - Continuous values within some interval e.g. sound, video

+ - Digital - Discrete values e.g. text, integers
Analog and Digital Data Transmission

Anu"ng Eﬂgnals chroﬂq.l nk o vkl o by oo )
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FE T &*‘a“als: ﬁupruoﬂ'& sk wwivla Sewapinandh e
of voltaps puisos

Aty Sigom) g | #5 V E¥igitul Signat

O

DHuieat IOAl0  ———— Tt ———— @ IDigital Signol

Tremzsittor

Above shown Dlagrams are the example of Analog and Dlgltal Transmission

Transmission techniques can be analog Oi‘dlgltal With analog transmission, signalsare fransmitted without
regard to content; with digital transmission, the content of message could be-interpreted to aid in faithfil
transmission. Important distinction is in the manner signal aftenuation is handled at repeater / amplifiers.

" Analog - Attenuated signal is amplified and retransmitted. Digital - Data encoded in attenuated signal is

re;;overed1 anew signal is generated encoding that data, and retransmitted

Dlgltal signals always digitally transmitted, but analog 31gna]s can be transmitted elther way-(assuming the
signal carries digital data) _

1.5 TRANSMISSION IMPAIRMENTS
Transmission impaiments can be definedas— -

. signal corruption during transmission

¢+  Attenuation '



- the strength of a signal falls oft with distance

- varies as a function of frequency |

Delay distortion ,

- the velocity of propagatlon ofa 31gnal through a guided medium varies w1th ﬁ'equency
Noise

- Thermal noise

White noise
Intermodulation noise

- when two signals at different ﬁequencies are mixed in the same medium, sum or difference
of original frequencies or multiples of those ﬁequenmes can be produced, which can interfere
with the intended signal . _

Crosstalk

- when there is an unwanted coupling between signal paths |

Impulse noise

- irregular pulse or noise spikes of short duration and of hlgh amplitude
- external electromagnetic disturbances

In the transmission of information errors are thought of as noise.

The term comes from the days of radio, where the transmission errors literally resulted ina nonsy
radio broadcast.

Noise is viewed as a (typically) random process.

Characteristics of Noise

*

Spectral Signature

- White noise; frequency independent
- Pink noise: resonant peaks, noise spectrum
Statistical Distributions—Repetitive Sampling
- Continuous

Ricean

- Discrete

Poisson

- Error Probability

- Reference

Meén—Square Fluctuations

- Thermal: <Ai2>=4kT/RxB

- Shot: <Ai2>=2elx B

- Multiple noises

Impedance

+

Complex and Frequency Dependent
- Stray capacitance and inductance ;



¢ . Impedance Matching
. Power delivered to the load
- Reflection
= Smith chart
- Transmission line stub
Channel Properties |
. _ Bandwidth - how much information can travel through it in a given amount-of time. We often
" measure this in megahertz, but more intuitively we use bits/second.
¢ Latency, how long does it take to get from-one end to another. :
* Signal to noise ratio (SNR). The ratio of signal to noise exp_ressed in decibels

1.6 TRANSMISSION MEDIA

Transmission media used to provide a connection between sendet and-feceiver to exchange mfonnatlol;f
are generally grouped into two major categories namely guided and unguided.

Guided

Signals are transmitted viaa physmal and tangible guide between the communicating pomts These mclude? '
twisted pair telephone cable, optical fiber, waveguide, and coaxial cable.

Unguided

Physically, there is no direct physncal connection between two pomts such as rmcrowave and satellite links.
Your mobile phone also uses unguided transmission thedium :

Transmlsmbn

Twisled-pair
cable .

Caaxial
cable

Fiber-optic
-cable

Alr

Wire pairs or telephone wire

Wire pairs are the most common medmm in short distance such as connecting computer partto modem or
telephone set to telephone exchange. The modular telephone jack installed in your house mékes use of
telephone wires. The wires are made of copper and coated with insulating material like PVC. The cable is”
highty reliable if it is protected by telephone duct. The transmitted signal relies on the movement of electronics.
It is manufactured in twisted wire pairs in order to reduce crosstalk. You usually experience this effect while
talking to your friends over the phone and hear a very low background voice. The bandwidth of an ordinary
' -telephone wire is limited to 10KHz and is further limited to 3300 Hz if it is used in Public Switching
Telephone Network(PSTN). Higher bandwidth will be chopped by the Switch. That is to say, even the
telephone line can support up to 10 Mbps, the CODER (switch coder and decoder) will convert the
analog signal into 8K (sampling rate) x 8 bits (256 levels) = 64 Kbps signal mtemally
Teis the cheapest transmission medium and costs around 2 dollars per meter depending on the quality,
shielding and number of wires, The typical number of wires in the cable is two (Twist) or four(Quad). To
_support wider area, Using the Shannon’s theory, the maximum transmission speed per link can be over
10Mbits per second, which of course depends on the medium bandwidth and the distance between two
.__endpoints. Figure shows afew examples of wire pairs.



Local Area Network (LAN) can support transmission rates over 16 Mbps or even 100 Mbps over
twisted telephone wires. This type of telephone cable is Category 5 cable, which supports this speed ata
short distance. If you subscribe Interactive TV (ITV), they will replace your telephone cable by quad
Category 5 cable to support voice and video. :

There are two types of twisted-pair cables: unshielded'mristed-pair (UTP)and shielded twisted pair (STP).
UTP using 10BaseT specification is the most popular type twisted-pair cable and is fast becoming the mo§(t
popular LAN-cabling. The maximum cable length is 100 meters (328 feet). This type of cable s used in
creating standards that apply to a variety of buildirig and wiring situations and ensure consistency of products
for customers. '
These standards include:

* Category 1 for traditional UTP Telephone cable which can carry voice but not data; -

* Category 2 (consists of four twisted-pairs) for data transmission up to 4 Mbps; _

¢ Category 3 (consists of four twisted-pairs with three twist per foot) for data transmission up to 10

Mbps; _ '
¢ " “"Category 4 (consists of four twisted-pairs) for data transmission up to 16 Mbps; and
* Category 5 (consists of four twisted-pair of copper wire) for data transmission up to 100 Mbps).

One potential problem with UTP is Crosstalk: Crosstalk is defined as signals from one line getting mixed
with signals from another line, Shielding is used to reduce crosstalk.

STP has excellent shielding to protect transmitted data from outside .interference. The connector for TP
cables knows as RJ-45 connector. It look alike RJ-11 telephone connector, but there is difference between
them. RJ-45 houses eight cable connections, while RJ-11 only houses four, .

Coaxial cable

It is basically a single wire surrounded by a tube-shaped conductor of solid copper. The signal is transmitted
by use of microwave father than electronics. Because of high bandwidth {(up to 350 MHZ with theoretical
data rate up to 4~500 Mbps), it can support very high speed for data travelling. Coaxial cable is nsed for
long distance communication such as Ethernet (CSMA/CD) and TV system between the antenna and TV
set. Coaxial cable can be grouped into two types: broadband and baseband. In baseband transmission,
digital signal like Manchester Code will be used to carry data along the channel, which relies on voltage
fluctuations. In Broadband transmission, the digital data is modulated into different frequency channels
separated by frequency guardbands. Because of wider bandwidth and more frequency channels, broadband
transmission can support a mixture of signals such as voice and video. The cost of coaxial cable is more
expensive than telephone wire. Baseband coaxial cable also allows the DC voltage to pass, which is
- necessary for collision detection in Ethernet network. ' N
Four-wire telephone cable is regarded as quad with individually insulated and housed in a jacket. In Local
Area Network, coaxial cable is called Thick Wire and Telephone Wite is Thin Wire. If the coaxial cable
-~ isdamaged, the signal will attenuate sharply. This prevents the third party to tap information.

Coaxial cable is more resistant to interference and attenuation than twisted-pair cable. Attenuation is the _
" lossof signal strength which begins to occur as the signal travels further along a copper cable. The stranded,
protective sleeve can absorb stray electronic signals so that they do not affect data being sent over the inner-

- copper cable. For this reason, coaxial is a good choice for longer distances and for reliably supporting
higher data rates which less sophisticated equipment. There are two types of coaxial cables Thinnet and
Thicknet, _ ' o .

Thinnet is very flexible with about 0.25 inch thick. Itis commonly used in every network installation.
Thinnet can carry signal up to 185 meters (607 feet) before the signal starts to suffer from attenuation.

Thickniet s arelatively rigid cable about 0.50 inch thick, It is sometimes referred to as Standard Fthernet
because it was the first cable used with poupular ethernet architecture. Thicknet can carry signal up to 500
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. ‘meters (about 1,640 feet). Because of this distance ability, thicknet is usually used as a Backbone to
connect several smaller thinnet-based networks. :

Optical Fiber _

. Itisapopularhigh bandwidth transmission medium and is used in backbone communication. Signal is
transmitted by use of light through the glass fiber. It provides an electrical isolation and totally reduces
electromagnetic intetference or noise by surrounding equipment. Unlike telephone wire, installing and
connecting the fibers requires special equipment. The transmission rate can exceed 2Gbps, nowdays around
6 ~8Gbps and is the highest transmission medium in the world. Recently, Telecom is laying fiber optic
cables to provide data superhighway to support personal video services. It is expected that the future
communications network will consist of one optical fiber with coaxial cable as the backbone within the
building. The terminator erected around each three stories will provide a transmission bandwidth to each
“household at 20Mbps. At that you can use it to watch movie, shopping, areal e-commerce world.

Atyplcal circuit that converts the digital signal to light travelling along the optical fiber. Here, the electronic
signals are converted into light signals passing along the optical fiber and received by the remote. The
remote then converts the light signals into electronic signals. Note that light emitting diode and photo diode
are used to convert the electronics signat and accept the light signal.

Unguided transmission media

Microwave relays

It consists of transmission tower responsible for transmitting or repeating the signal for each hop (the
distance is around 30 Kilometers to 50 Kilometers). The microwave uses the line of sight (the received
tower can be visual by the transmitted tower) transmission. The transmission tate can be up to 250Mbps.

- The transmission quality however is subject to weattier changes. The use of microwave is ideal for short-
- haul and high bandwidth appllcatlons due to no cabling cost once the transmission tower is bmlt

Satelllte

The use of Satellite is to extend the coverage area. Slgnal is transnntted up and down between ground
stations. The satellite is therefore used as a repeater for re-generating the signal. Here, a transmit mgnal is
 reflected by the satellite to cover a region on the earth. The-characteristics are:

icrowave transmission (above 1000 MHz). It uses bandwidth between 4-6
HZ, C-band, 12-14 GHz, Ku-band and also the 20-30 GHz
Signal requires amplification due to attenuation after travelling from the
nfround station to the satellite and vice versa.

milar to microwave, the transmission quality is also subject to weather]
hanges. .
" [[There will' be a time delays between the sender and recetver and is typical 70
"~ fms for a single hup

WIRELESS COMMUNICATION

If transmission lines are very useful in populated areas like cities, wireless communication is more efficient

to interconnect isolated houses or towns in rural areas. The best example is Nunavut, the Canadian Inuits
. State, where the 25,000 inhabitants of a 200,000 km? area are connected via satellite communication. Of

course, in these cases it is less expensive since long fibre lines and repeaters usually are not cheap, But the

cost factor is not the only one that dictates the choice between transmission lines and electromagnetic
- yadiation: inany mobile communication, transmission lines obviously cannot be used. Wireless communication
is arecent but well developed way as mobjle phones show. There are 2 types of media: on one hand,
microwaves used for satellites, radios and mfoblle phones; on the other hand infra-red ray used for remote
control or HP calculators.



MICROWAVES

They cover a part of the UHF Band and all of the SHF Band; radios waves cover the other part of UHF
and the VHF Band. ' ‘

In terrestrial communication, antennas are used to emit and receive the microwaves, They usually are at the
top of buildings to cover the wider area they can and to avoid obstacles to the propagation. Microwaves
are sometimes used to replace coaxial cables or fibre optic in long-haul telecommunications because they
do not need so much amplifiers and repeaters, although antennas require line-of-sight transmission. Moreover
atmospheric conditions like rainfall increase losses and interferences, :

Inssatellite microwaves, the satellite actsas a relay station between the emitting and the receiving antennas,
which are usually parabolic shaped. There are 2 common configurations: point-to-point connecting two
specific antennas, and point-to-multipoint where every receiver in the ‘lightened’ zone can capture the
signal. Therefore security in a sense of confidentiality is not ensured with this medium. If satellite is already
used in television distribution, it may be used by individual business users with a price as high as the
complexity of the technology. Nevertheless low-cost system has appeared with VSAT (Very Small Aperture
Terminal), where a number of subscribers share a satellite transmission capacity. Satellite communication
aliows large bandwidth (up to 100Mb/s), Eutelsat is for example able to provide an access to internet with
aclassical parabolic antenna at 45Mbys, However emitting antennas are often expensive leading to the use
of transmission lines in a sending way. ' o
~Acomplementary service could be provided by new ‘satellite-plane” set up by Ange] Technologies (Missouri),
These jets, known as HALO (High Altitude Long Endurance), could fly at 16,700m 24H/24 since they
should be automated. They could be used for high speed requiring services such as teleconferencing fora
good price. | .

INFRARED o _
Point-to-point infrared is achieved using infrared light transmitters/receivers (transceivers). Tt may be useful
to connect the buildings, which cannot be linked by electrical lines (e.g. over a street), but also in large
rooms submitted to RFT and EML Of course, nothing must interfere with the infrared ray; it is why rain and
smoke can reduce the signal. Therefore, the transmission is only available on tens of metres, even if LASER
could transmit up to 2km. : ‘

1.7 SUMMARY

In this unit we have learnt about data communication basics. Types of communication, communication
media, Disturbances in transmission. Has also been discussed.

1.8 UNIT END QUESTIONS

1. Definefull duplex with example.

2. Differentiate between digital and analog transmission
3. Whaiisattenuatioq, distortion.

4."  Describe infrared and coaxial cable.



UNIT 2

DATAENCODING & COMMUNICATION TECHNIQUES

Structure of the unit

2.0  Objectives

2.1 Introductioh_

2.2 DataEncoding

23 Modulation
24 Asyﬂchronous & Synchronous Transmission
2.5 Error Detection Techiques -
2.6 . Summary

2.7  Questions

2.0 OBJECTIVES

After completing this unit you will learn

. About Data Encoding techniques

. Various types of modulation techniques
. Error Detection Techniques

2.1 INTRODUCTION

Data must be transformed to electromagnetic signals. Data can be analog or digital before transmission.
The term analog data refers to information that is continuous; digital data refers to information that has
discrete states. Analog data take on continuous values, Digital data take on discrete values. In data
communications, wecommonly use periodic analog signals and nonperiodic digital signals.

A signal is periodic if it consists of a continuously repeating pattern.

Each sine wave can be characterized by its amphtude frequency, and phase. Frequency and perlod are
inverses of each other. A time-domain graph plots amplitude as a function of time.

Aﬁequency—domam graph plots each sine wave’s peak amplitude against its frequency.

By using Fourier analysis, any composne signal can be represented as a combination of simple sme waves,
The spectrum of a signal consists of the sine waves that make up the signal.

The bandwidth of a signal is the range of frequencies the signal occupies. Bandwidth is determined by
finding the difference between the highest and lowest frequency components. B
Bit rate (number of bits per second) and bit interval (duration of 1 bit) are terms used to describe digital
signals. A digital signal is a composite signal with an infinite bandwidth.

2.2 DATA ENCODING

Line coding is the process of converting binary data to a digital signal. The number of different values

allowed in a signal is the signal level. The number of symbols that represent data is the data level. Bitrate
is a function of the pulse rate anid data level.

Line coding methods must eliminate the IC component and provide a means of smchromzatlon between
the sender and the receiver. Line coding methods can be classified as unipolar, polar, or bipolar. NRZ,
RZ, Manchester, and differential Manchester encodmg are the most popular polar encoding methods.

AMI is a popular bipolar encoding method. Block coding can improve the performance of line coding
through redundancy and error correction. Block coding involves grouping the bits, substitution, and line
coding. 4B/5B, 8B/10B, and 8B/6T are common block coding methods

9 -



Analog-to-digital conversion relies on PCM (pulse code modulation).
PCM involves sampling, quantizing, and line coding.
\

© Sender

Digital data

0101 rer 101

[Hgital data

D101 ~er 101

L Digitalsignal _
M & ... ™
d d ”

Lirtk

- Line coding and decoding

Line coding schemes
. “Unipet ) NRZ
Line coding Bipalay A and prrsudotémary
_.Multil._evel |—— 2871}, BE/OT, and AD-PAMSE .
' Multitranshion |—— w3
Unipolar NRZ scheme
Amplitude
'zl__0|1_:1.|'.o-E _
V- ——1 hyty Lo 1y
.- : I - 1 v 2-+ __(0)2: _v.z
| R R
0 : . : :. . | : - — e
- | | | ' Time Normalized power
Polar NRZ-I. and NRZ-1 schemes
' I '
olrlolol ity r=1 Swe= N2
e e R e O
- T e
' T : i : o : .
O o A e 0 e s SN
e e
| t | | i 1 1 1
i | i i | | 1 |

O Noinversion; Nextbitis 0 # Inversion: N_ext bitis 1

In NRZ-L the level of the voltage determines the value of the bit. In NRZ-I the i inversion or the lack. of .
inversion determines the value of the bit. NRZ-L and NRZ-I both have an average sngnal rate ofN/2 Bd.

NRZ-L and NRZ I both have a DC component problem.
10



EXAMPLE

A system is using NRZ-I to transfer 10-Mbps data. What are the average signal rate atid minimum bandwidth?

Solutlon

The average s1gna1 rate is S =N/2 = 500 kbaud, The minimum bandwidih for this average baud rate IS

Bmin=8=500kHz

Polar RZ scheme
Amplitude
ERRENEERN
i 3 [~ 1 1
l -
Mo o T
] ] >
—J. : _ : : Time

(. o - u:__[‘)

I B O O I T

O TN S N B

i ; [
Manchester . : ’ 11'.-';“

o P sl sl

{ \ 1 | ;

¢ 1 _w1: b 1

Differential H r ! B :
Mnncl'lester_ E —l-’ | E__‘:Time
] ] 1 1 r 1 -

© Nonversion:Nextbi i 1 ® Invershon Nesa bifiz o

In Manchester and differential Manchester encoding, the transition at the middle of the bit is used for
synchronization. The minimum bandwidth of Manchester and differential Manchester is 2 times that of

NRZ. In bipolar encoding, we use three levels: posxtlve zero, and negative.

Blpolar schemes: AMI and pseudoternary

Amplitude
I

-
E

it
Mi_.

I

Pseudoternary
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11
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InmBnlL scnemes, a pattern of m data elements is encoded as a pattern of n signal elements in which 2m -



Multilevel: 2B1Q scheme
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2 3 MODULATION

The analog s1gnal is sarhpled at regular mtervals and is represented by anew: sequenee of nanew pulses
~ whose amplltudes are prepertlonal to'the values of the engmal ones (A process known as pulse amphtude
modulatlon, PAM ) _ _ o _ _ v
The ampllmdes ofthe new pulees are then quantlzecl mto the nearest mtegers whleh are represen’ted by a
- series of correspondmg bmary digits.. _ _ :
The typical PCM sampling speed 1s 8000 t::mes per seeond on v01ce-grade lmes
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By quantizing the PAM pulse, the original signal is only approximated and may not be recovered exactly,
This effect is known as quantizing error, or quantizing noise, R R o
- Amplitude modulation (AM) is a technique used in electronic communication, most commonly for
trangmitting information via a radio carrier wave, AM works by varying the strength of the transmitted *
sigrial in relation to the information being sent, For example, changes in the signal strength cari be used to -
reflect the sounds to be reproduced by a speaker, or to specify the light intensity of television pixels,.
(Contrastthis with frequency modulation, also commonly used for sound transmissions, in which the ﬁ‘equenqé '

is varled, and phase modulation, often used in remote controls, in which the phase is varied) ;
2.4 ASYNCHRONOUS & SYNCHRONOUS TRANSMISSION I
Dlgl ll‘ansnnssmucan be either parallel or serial in mode. In pérallel transmission, a groupofbitsisgent
simultaneously, with each bit ona separate line. In serial transmission, there is only one line and the btk are o
seri'tfs@duenﬁ_éllyg,.Séﬁal_.yMHﬁssioh can be either synchronous or asynchronous. In asynchronous gerial =
transmission, each byte (group of 8 bits) is framed with a start bit and a stop bit. There may be a variable- -
lengﬂigapbewé?ng_ach-bﬂe. L '_ T - T

' In s;;«;jchfénous semal trénsifnissiom bits are sent in a continuous stream iﬁ{ith@iu-t-fstai't_ and stop b;-is and -
without gaps between bytes, Regroupitig the bits into meaningful bytes is the responsibility of the receiver. -

Data transmission -and_ mbde_s :

Dita transmission

_ |
i 1
- Parallel _ Serial
1 f '
| _ ]
Asynchionous | [ Synehrbnéq.ls I%;ochroﬂous' .

Parallel transmission

- (The 8bits are sent to‘geiheD |

;&Z\% '
- L . .
A

o
[\

Weneed eightlines )
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Serial transmission

The 8 bits are sent
one after another.

1

We need only
one line {wire);

Serial/parallel
- converter

Parallel/seriat
converter

In asynchronous transmission, we send 1 start bit (0) at the begmmng and 1 or more stop bits ( Isyat the

end of each byte. There may be a gap between each byte.

Asynchronous here means “asynchronous atthe bytelevel,” but the bits are still synchronized; their duratlons

are the same. /
Asynchronous transmission

Dirgction of flow

o

Stop bit B it
Stop Data : tart bi

1 BB[v1011] 0} cooratii|e| BBV :
— /

Gaps between
data units

In synchronous transmission, we send bits one after another thhout start or stop bits or gaps. Itisthe

responsibility of the receiver to group the biis.

Synchronous transmission

Directionof flow

Frame : Frame

IOIHI.| :[11:111011\111101w|-»» ﬁm.omJ .|1ml:;ﬁ'

2. 5\ ERROR DETECTION TECHIQUES

Errors carﬂae categorized as a single-bit error or a burst error. A single-bit error has one bit error per data

unit. A burst error has two or more bit errors per data unit.
Redundancy is the concept of sending extra bits for use in error detection,
Additional bits added by transmitter for error detection code

Parity . Value of parity bit is such that character has even (even parity) or odd (odd parity) number of ones

. Evennumber of bit errors goes undetected
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'Three common redundancy methods are panty check, cychc redundancy check (CRC), and checksum,
. An extra bit (parity bit) is added to the data unit in the parity check. -

The parity check can detect only an odd number of errors; it cannot detect an even number of errors, In
the two-dimensional parity check, a redundant data unit follows n data units.

Cyclic Redundancy Check

CRC, a powerful redundancy checking technique, appends a sequence of redundant bits derived from
Jbinary division to the data unit.

The divisorin the CRC generator is often represented as an algebraic poly-nomial.
Errors are corrected through retransmission and by forward error correction. .

For a block of k bits transmitier generates n bit sequence. Transmit k-+n bits which is exactly divisible by

some number, Receive divides frame by that number
" Ifnoremainder, assume no error

The Hamming code is an error correctionmethod using redundant bits. The number of bits is a function, of
the length of the data bits. In the Hamming code, for a data unit of m bits, use the formula2 r>=m+r+1
to determine r, the number of redundant bits needed.

By rearranging the order of bit transmission of the data units, the Hamming code can correct burst errors.

- 2.6 SUMMARY
. Data encoding is useful for error free and efficient data transmission.
. Modulation techniques are useful in case of digital transmission.

. Errors in transmission are unavoidable phenomenon. Thus, we requme error correction techniques
as integral part of data transtnission process. '

2.7 UNIT END QUESTIONS

L. Differentiate between Synchronus and asynchrous transmission.
2. What is modulation, f)
3. Explain NRZ and blpolar.
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UNIT-3

MULTIPLEXIN G & COMMUNICATION HARDWARE

: Structure of the unlt
3.0  Objectives
3.1 - Introductior |
.32 Definition & Need of Multlplexmg

33 'Frequency Division Multlplexmg o

" 33.1Bandwidth | |

: 332 Wavelength -

3.4 Time Division Multlplemng

35 _Synchronous Time Division Multlplexmg

3.6 - Statistical Time Division Multlplexmg

3.7 'Modems o N

~3.7.1 Functions & Uses of Modem

3.8 Multlplexers/De-muIUplexers

3.9 Concentrators

3.9.1 Role of Concentrator in Data Transmission

3.10 Summary -

3.11 ‘Glossary
312 Further Readmgs

3.13 Unit -End Questions -
3.0 OBJECTIVES _ ,

g -Aﬁer gomg through this umt, you will be i ina posmon to:

| . DeﬁnﬁMlﬂ“PlemﬂS o :
0 Explam Frequency Dmsmn MMUpIexmg(PDM) _ ,
“eDescribe SynchronOUST”nne Division Mlﬂuplemng(STDm o
o Explain Stafistical Tirne Division Multxplemng " - :
e ~ Define the terms : Wave Length, Modems, Mulnplexers De-multlplexers Concentrators R
‘3.1 - INTRODUCTION " - -

The term *data communication’ refers to the exchange of mfonnatlon between two of many compulzers/ '

“other communicating devices using a transmission system, Wthh may be a single transmission line
~or a complex computer network. The applications usmg data commumcatlon are ﬁnancral
' transactlons(e—commerce) travel reservatlons etc. | : -

* Dta communication deals w1th the transmission of sngnals ina rehable and efﬁclent manner. The
~ information used in data communication may belong to one of the following: -

¢ - Analog data (voice, video)
. Digital data(text) .
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Computer network is a collection of autonomous computers or chmnihlﬁcatmg devices connected together
using a technology in such a way that the information can be shared or distributed effectively and efficiently.

Thus, we can say, computer network and cmnmumcatmn protocols are essentlal elements of data -

" communication.
"3, 2 DEFINITION & NEED OF MULTIPLEXING P |
We know that telephone c0mpames have developedelaborate schemes for multlplexmg many conversat:lone

over asingle physical trunk. These multiplexing schemes will be discussed in this section. Multlplexmg isthe - :-

method of dividing a physmal channel into many logical channels, so that simultaneously many independent |
signals may be transmitted in a line. The electronic dewce that performs this task is called a multiplexer. .

The multlplexer bnngs together several low speecl communications lines, transforms them i into one high
speed together several low speed communication lines, transforms them into one hlgh speed channel and
reverses the operatlon at the.other end.

In many appllcatlons, several terminals are connectecl toa eomputer Ifeach tenmnal is operatmg at 1440
bits per second over a connnumcatlon lme that can Operate at 56, 000 bits per second, then there isavery:
mefﬁelentoperatlon . : - _ ;

A'channel isan expensnve resource Thus, multlplexmg helps in 1ts optlmal l.ltlllZ&tIOIl by snnultaneously
transmitting multlple signals over 1t. o . _ ,

Amultiplexer puts several data cor_nmumcatlon lmes or 51gnals helps into one data eommumcatlon lme or
signal at the sendmg location. S

For example: In the given figure there are 4 terminals connected to a multiplexer. The multiplexer takes the
signals from the 4 terminals connected to a mult1plexer The 1 communication channel. At the receiving end,
ademultiplexer takes the large signal and reconverts it into the original 4 signals. Without multlplexers, one
needs 4 separate communication channels.

Amacwgon |

e : : A Multlplexed System
'Ihele aré three basw method of: multlplexmg channels, they are:’
’ _;:'_. : T‘me Dzvmon Mulrtplexmg (TDM)
¢ ' Frequency Dzv:szon Mudtiplexing (F. DM)
* ¢ Space Division Multiplexing (SDM
3.3 'FREQUENCY DIVISION MULTIPLEXING (F DM)

The banclw1dth orrange of a medium i s alwaye more than that of any gwen 51gnal ThlS fact is usecl in -
frequency division multtplexmg S C

In FDM, the available bandwidth of a physmal medium is dmdecl into several smaller dtsp:nnt loglcal
. bandwidths. Each of the bandwidth is used as a separate commumcatlons line.

The given figure shows process of FDM. This is represented here;
17



" Medulator Demodulator

" Signal-1 40 KHZ Sending Receiving 40 KHZ Signal-1
: End ~. End
Signal-2 Signal-2
CHANNEL o
Signat-3 Signal-3
Signal-4 Signat-a
© Signal-5 Signal-3

Frequency Division Multiplexing

The best example of FDM is that of radio transmission. Each radio station is assigned a frequency range

within a bandwidth of radio frequencies. Several radio stations may be transmitting electromagnetic signals
simultaneously over the physical channel. A radio receiver’s antenna receives signals transmitted by all the
stations. The tuning dial in the radio is used isolate the speed signal of the station tuned.

In FDM; the signals to be transmitted are analog signal. Thus, digital signals are converted to analog form -

FDM,
331 Bandwidth |
Definition: The bandwidth of a signal is the width of the frequency spectrum. Thus, bandwidth refers to

the range of component frequencies. Bandwidth is obtained by subtracting lowest frequency from highest |

frequency, '

Importance of bandwith in Data Communication:

The bandwidth plays a key role in data communication, When a transmission medim has alimited bandwidth

it can transfer only some range of frequencies. The higher the band width, higher is the data transmitted at
the higher data rate. More the bit, rate more is significant (utilized) bandwidth,

Thus, we need a medium with wider bandwidth to transfer a signal. The two factors bit rate and bandwid
define channel capacity of the medium. '
332 Wavelength |

Definition: The distance between two consecutive maxima (or minima) of an electromagnetic wave is
called Wavelength, It is denoted by the Greek alphabet 3 (lambda). It is measured in meters.

Importance in Data Communication

Wavelength is oneof the fundamental quantities in data communication. All electromagnetic waves travel
-atthe speed of light *C* which is equal to 3 x10® my/sec. This speed of light is the ultimate speed. No signal
canmove faster than it. The relation that govems £, A and C (in vacutm) of a signal is given by :
‘ Af=C |

Where Cis constant. Hence for 1 and fare in an inverse relation. For higher frequencies } isless, and

vice-versa. Thus, 1 MHz waves have about 300 meters wavelength and 1 cm waves have a frequencyof

30 GHz.
Thus, we can say wavelength plays an important role in design of various data transmission systems and
devices. _ _

‘3.4 TIME DIVISION MULTIPLEXING

The bitrate of a transmission medium is always more than the rate of the digital signal. This fact is utilized
for time division multiplexing. In TDM, the total time available in the channel is divided between several
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users and each user of the channel is allotted a time interval during which he/she may transmit a message.

The channel capacity is fully utilised in TDM by interleaving a number of data streams belongs to different
:ﬁmnto one data stream. Streams of data sent through the physical channel are de-multiplexed at the
ng end. Individual messages is reassembled at the receiving end. The process of TDMis represented

in the figure below for multiplexing three different signals.

Time sliced signals ) Reassembled signals

Sending FReceiving
End End

Signal A

Damultip
lexer d

¥

Channel

Signal B —b[B:c f—»{ B2 | ®m

| c2 |l32.ll _AZIII c1 |Bl ]m I

Signat C 3 c2 1

Time Division Multiplexing

TDM combines separate signals into a single high-speed transmission in which transmission time is broken
into segments, each of which carries one element of one 31gnal The messages are broken into smaller. -
packets and are interleaved and assigned time slots.

A header containing the address and packet number information precedes each packet The multlplexed
packets are transmitted and received by the receiving station. Appropriate packets (determined by destination
address in the header) are extracted by each station as they are received and reassembled (by packet
number, included in the header) into their on'gina] message. This is how full operation of TDM takes place.

TDM is used to multiplex digital or analog s1gnals For communication of digital data, it is more convenient ,
to transmit data directly in digital form and thus TDM is more appropriate. Moreover, communication
-‘between computers occurs in short, fast bursts. Each burst will need the full channel bandwidth. That is
avallable to asignal in TDM.,

3.5 SYNCHRONOUS TIME DIVISION MULTIPLEXING

Synchronous Time Division Mulnplexmg can be discussed as :-

Synchronous Time Division Multiplexing (STDM) assigns time slots of equal length to all packets regardless
whether or not anything is to be sent by each station with an assigned time slot.

For example: if message A is not included, then its allotted time would still be allocated However time
slots for message A would not contain information.

STDM systems are comparatively easy to implement once the software allocates the time slots.

3.6 STATISTICAL TIME DIVISION MULTIPLEXING
Statistical Time Division Muliiplexing is defined as—

 Statistical Time Division Multiplexing (STATDM) does not make a fixed assignment of time slots so that
any port which is idle does not receive a (full) slot. In order to identify which slot comasponds to which data
stream, it is necessary to append address and contol symbols to each slot thatisused. This ‘overhead’
is usuatly smatl and is more than compensated for by the 1ncreased efficiency derived ﬁom not having to

- take up channel space with idle bits. :

These systems are more complex but allow re-assigning of tine slots which are not in use. STATDM
 networks assign time slots only when they are to be used and delgte them when they are idle. The total time
used for a STATDM frame varies with the amount of traffic currgntly being handled

STATDM systems are most suitable for these high-density, high-traffic applications. The continuous messaggs
are assigned time slot.sxand mterlea'vecl as each channel on the s¢cond side becomes active and requires
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 These systems are more complex but allow r_e'—as_signjné of time slots which are not in use. STATDM
networks assign time slots only when they are to be used and delete them when they are idle. The
total time used for a STATDM fiame varies with the amount of traffic currently being handled.

‘STATDM systems are most suitable for fhes_e_high—density, high-tra.ﬁic-applications. The'continuous

messages are assigned time slots and interleaved as each charmnel on the second side becomes active
and requires communications with another channel, If a channel does not have any traffic, its time-
slots are deleted and reassigned to an active channel. In this way the interconne_ctii;g media achieves-

a higher state of utilization than with STDM systems. -

TDM and STADM require a modem in order to interface with the voice line, but this may be built in.
All modern STATDMs have at least ofie microprocessor with programmed and programmable

functions of great diversity and are called “Sina_rt” or “Intelligent MUXs.”

-Modems are the devices used to convert digital signals (to be '_c:bmmmicated'_—ovénf'an_alog' channels -
such on telephone lines) to sirie wave at the sending end and back to digital signals at the receiving -
end. They are used to-connect two distant located PCs, So that PCs can communicate with each .

other. -

phone system can convey and vice-versa.

Modiilation is the process of converting a digital signal from a computer into an ﬁnalog Sigrial the

telephone system will accept. At the other end of the comnection, whether it be across town or across
the world, another modem interprets those analog signals and converts them back into digital form
so the receiving computer can understand them. A modem can installed internally, in the computer,
in which case it is called an internal modem, or it can be an external device that is connected to the
computer with a serial cable. -

" The following figure shows the example of computer communicating via modems.

3.7.1 Functions & Uses of M_odgam;

The most familiar type of DCE (Data Conversion Equipment) is aimodem. For surfing the Infernet, -
logging on to an office computer from home, or sending news-from a word processor over a phone B
line modem issued. Modem can be external or internal. It converts the digital signial generated by the - -
computer into an analog signal to be carried by a phone line. It is also the device that converts the

analog signals received over a phone line into digital signals usable by the computer,

The term modem is composite word that refers to the functions of a signal modulator and a signal

demodylator. The relationship of the two functions is shown in the figure given below:
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. : L Functions of Modem - S |
CA modulator convertsa dlgltal 31gna1 into an analog, s1gnal Ademodulator converts an analog mgmal -

into a digital signal, While a demodulator resembles an analog—to digital encoder, itis notinfactan - '

“encoder of any kind. It does not sample a SIgnaJ to’ create a chgltal facsrrmle, it merely reverses the

- process of modulation.

I.'The above ﬁgure shows modems across a commumeatlon lmk The two PCs at the ends are the B
DTEs; the modems are the DCE; The DTE creates a digital signal and relays in to the modem vigan .. -
interface (like the EIA-232), '

The modulated signal is received by the' demodulation function of the second modem. The
demodulator takes the ASK, FSK, PSK, or QAM signal and decodes it into a format its computer
can accept. It then relays the resulting digital signal to the receiving computer via an interface. Each
DCE is compatible with both its own DTE and with other DCEs. A modem uses the same type of

- encoding (such as NRZ-L), the same voltage levels to mean the same things, and.the same timing-

conventions as its DTE. A modem is also able to talk to modems.

. Modems transmit data at different speeds, measured by the number of bits of data they send per
- second (bps). Examples of modem speeds are: 256 Kbps 512 Kbps, 2 Mbps 8 Mbps, etc.,

3.7.1 Baud Rates and bps :

~Baud rate refers to the oscillations of a sound wave on which a single bit of data is carried. BltS per -':

“second (bps) is the amount of data transferred in a second. By employing special techniques that ;'
manipulate. A modem can encode data and achieve hlgher rate’ of data transfer. A modem that i 1s
modulating its sound waves at 14400 baud may actually be transmlttmg 38 ;400 b1ts per sgeond. .

* When a computer wishes to send dlgltal data.over a dial < up line, the datd must first be converted to L

.+ analog form by a modem for transmission over the local loop, then converted to dlgltal form for_
_transmission over the long - haul truriks, then back to analog over the local loop at the receiving end '
“and ﬁnally back to digital form by another modem for storage in the destmatlon computer _

3.8 MULTIPLEXERS/DE-MULTIPLEXERS

To enhanc)e the transmission capacity ofa cha.nnel and economize over a.ll transmssmn cost, several
signals are combined or interleaved to form a composite signal for remote transmission. The unit or
“device which combines several messages or ehannels for remote transmnssron is termed Multiplexer.

| :'_ At destination individual message are recovered by de-multlplexmg The unit or device which
performs demultiplexing is known as Demultiplexer.- : Co

The multiplexer brings together several low speed communications lines, transforms them into one
_high speed together several low speed communication lines, transforms them into one hlgh speed
chanrel and reverses the operation at the other end.
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3.9 CONCENTRATOR

A concentrator refers to a device that can collect data traffic from M sources and transmit them

thrdugjh N facilities or trunks where M>N. Traditionally, concentrators programmed and have store

and forward as well as switching capabilities, However, intelligent programmable STDMs, are now
far more versatile than very expensive and bulky concentrators.

Concentrator is a multiple that combines a large number of individual data lines into a signal line.
The word concentrator is used to denote a device which not only does multiplexing, but also switching
and routing to several outputs ports as well as handling data compression, code conversion, errors
control, protocol functions etc. Concentrator and communication processors are used interchangeably.

Also, in other words we can say that an electronic device that interfaces in a store and forward mode,
with multiple low speed communication lines at a message level and then retransmits those messages
to a processing site vig one or more high speed commumcatlon line. It is based on the fact that all the
users are not active simultaneously.

3.9.1 Role of Concentrator in Data Transmission
The role of concentrator and the front end processor is to relieve the central processor of the routine

- communication tasks of interfacing with the transmission network. The concentrator functions as a
sophisticated switching node in a large data network and in addition to the multiplexing it prowdes o

swrtchmg, network management and complete link protocol handling.

Concentrators are called upon to handle level 3 protocols such as X.25 as well as level 2 (data link

contro]) protocols. Thus concentrator is a full-fledged network node which does sw1tch1ng, routing,

flow control, load leveling and traffic momtormg

Q.1. Why is multiplexing needed in data communication systems?

Q.2. What factors decode use of multlplexmg‘?

Q.3. Explam in brief the synchronous time division multiplexing. How does it differ from the
statistical time division multiplexing?

| Q4. Why modems are needed for telephone communication?

Q.5. Whythe complete bandwidth of telephone lines not used for data communication?

Q.6. Whatisa conceytrator‘? What role it plays in data transmission? What pt’otocols it generally

. handles?

Q.7. What is the frame rate‘? What is the bit rate on the path?

Q.8. What is a modem? How does it work?

Q.9. What do you understand by a communication channel?

Q.10." A cable TV system has a number of commercial channels, all of them showing programs and
advertisements alternaﬂvcly What type of multlplemng is it? Justify your answer. '

3. 10 SUMMARY

. Multiplexing is the method of d1v1dmg a physical channel into many loglcal channels, so
that simultaneously many independent signals can be transmitted in a line.
* Multiplexing can further be classified into frequency division and time division multiplexing.

Generally, in frequency division multiplexing signals are multiplexed by modulation process
- while in time division multiplexing by interleaving technique.

¢ Toenhance the transmission capacity of a channel and economize over all transmission cost,
several signals are combined or interleaved to form a composite signal for remote transmission.
The unit or device which combines several messages or channels for remote transmission is
termed Multiplexer,

¢ - At destination individual message are recovered by de-multlplexmg The umt or clevnce

- Wwhich performs demultiplexing is known as demultiplexer.
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. Synchronous Time Division Multiplexing (STDM) assigns time slots of equal length to all

packets regardless whether or not anything is to be sent by each station with an assigned time
slot.
‘Modems are the devices used to convert digital signals (to be communicated over analog
_ channels such a telephone lines) to sine wave at the sending end and back to digital signals
at the using telephone lines.
Modems transmit data at different speeds, measured by the number of bits of data they send
per second (bps). Examples of modem speeds are: 256 Kbps, 512 Kbps, 2 Mbps, 8 Mbps,
etc. i i ’
Baud rate refers to the oscillations of a sound wave on which a single bit of daia is carried.
Bits per second (bps) are the amount of data transferred in 2 second.
Concentrator is a multiple that combines a large number of individual datainto a signal line.
The word concentrator is used to denote a device which not only does multiplexing, but
which had but also switching and routing to several output ports as well as handling data
COMPression. |

311 GLOSSARY

*

*

Data Communication : It refers to the exchange of information between two or many
computers/other communicating devices using a transmission system, which may be a single
transmission line or a complex computer network.
Multiplexing : This is a method of dividing a physical channel into many logical channels,
5o that simultaneously many independent signals may be transmitted in a line.

_FDM : In frequency division multiplexing the available bandwidth of a physical medium is

"~ divided into several smaller, disjoint logical bandwidths: Each of the bandwidth is used as a

separate communications line.

" TDM : Time division multiplexing combines separate signals into a single high-speed

transmission in which transmission time is broken into segments, each of which carries one
element of one signal. '

- STDM : Synchronous time division multiplexing assigns time slots of equal length to all -
packets regardless whether or not anything is to be sent by each station with an assigned time
slot. _ "
Communication ; Transfer of information from one person or device to another.
Communication Channel : Medium that carries the message/information sound ete. sent
by sender to receiver.

Digital Signal : Group of discrete electronic units transmitted in rapid succession.

Analog Signal : Signal consisting of continuous electrical waves. .
Modem : A modem is a computer peripheral that connects a work station to other work
stations via telephones and facilitates communications. It is short form for Modulation/
Demodulation.

Concentrator : It is 2 multiple that combines a large number of individual data into a signal
line. : : ' :

- 3.12 FURTHER READINGS

*

*
*
*

Computer Networks; Andrew S. Tanenbaum

Ah Engineering Approach to Computer Networking: S. Keshav; Pearson Education; 2002
Data Communication & Networking: Behrouz A. Fourouzan; Tata McGrawhill

Data Communication, Computer Networks & Open systems: F. Halsall; Addison Wesley;

- 1996

23



.jQS.

'(a_)_; 'Multlplexer _
(b) " Bandwidth

¢ DataNetworks; Bertsekas- and/Gallagar, PHI;1992
T+ Computer Networks-Protocols\,\Standards & Interfaces; Uyless Balck; Prentice Hall India,
' New Delhi. N
313 UNIT END QUESTIONS _ _
| .'_Ql.' What do you mean by Frequency Division Mulﬂplexmg‘? |
Q2. Explainin brief the Synchronous Time Division Multiplexing.
Q3. Define the Time Division Multiplexing with suitable examples.
Q4.  Differentiate between Internal Modem & External Modem.
K Explaln the following terms:

(o) Wavelength

@ 'Modu_l_ati_bn
_' (¢} . Concentrator



'UNIT 4

INTRODUCTION TO COMPUTER NETWORKS

IStructure of the Unit
4.0 Objectwes
4.1 Introduction
4.2 What'is a Network?
4.3 Network Goals/ Motivation
4.4 Applications of Networks
4.5 Types of Networks o
4. 5 1 Point-to-Point Network (or Sw1tched Network)
45.1.1 Network Topology | -
- 4.5.1.2 Network Technology
_ 4. 5.2 Broadcast Network =~
4.6 Classification of Networks
| 4.6.1 Local Area Network. (LAN)
4.6.2 Metropolitan Area Network (MAN).
4.6.3 Wide Area Network (WAN)
4.6.4 Wireless Network '
4.7 Summary '
4.8 Unit End Questions
4.9 Solutions to SAQS
4.0 OBJECTIVES o
__Aﬂ:er this unit, you should be abie to -
. Define and clasmﬁf networks
e Understancl goals and apphcatxons of networks _
R D1stmgmsh between chﬁ‘erent types of networks o

o _4 1 INTRODUCTION

Farlier computers used for mformatlon gathermg, processing or. d1strrbut1ng as standalone system
Later on more than one- compuiter were connected to each other to form computer network. In this
‘unit wé will learn about networks, goals and apphcatlons of network different types of networks

~and clasmﬁcatlon of networks

42 WHAT IS NETWORK?

A Network is an interconnected colleetlon of autonomous computers Two or more computers .
.-connected together by a: commumcatlon media s so that they can exchange mfonnatmn In information -
_technology, anetwork is a seriesof points or nodes interconnected by: oonunumcatlon paths Networks

- can 1nterconnect W1th other networks and conta.m subnetworks

f-"_'leferent topolog1es to connect, networks mclude the bus, star, Token Ring, and mesh topologies.
Networks can also be characterized in terms of spatial distance as local area networks (LANs)

metropolltan area networks (MANS), and wide area networks (WANs).
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4.3 NETWORK GOALS
Goals of the networks are :

.

+*

Re ¢ sharing - progfams, data, equipment,
High reliability - replicated files, multiple CPU.
Savifg money - small computers have much better price/performance ratio than large ones.

 The systems of personal computers, one per person, are built with data kept on one or more
~ shared file server machines, Users are called clients, the whole arrangement is called the

client-server model.

Sca_lability - the ability to increase system performance gradually as the workload grows just
by adding more processors. Lo _ _
Communication medium - enables e.g. to write a report together.

Services delivered by, networks to people at home:

.

*

Access to remote information (interaction between a person and a remote database) - financial
institutions, home shopping, newspapers, digital library, potential replacement of printed
books by notebook computers, access to information systems (WWW), .
Person-to-person communication (21st century answer to the 19th century’s telephone) -
email, videoconference, newsgroups. _

Interactive entertainment - video on demand, interactive fiims.

Social issues of networking:

*

*

.

REWSEroups set up on topics that people actually care about (politics, religion, sex) -
photographs, video clips _ N

employee rights versus employer rights - somé employers have claimed the right to read and
possibly censor employee messages . - ' :
school and students

anonymous messages

4.4 APPLICATIONS OF NETWORKS

Data communication networks play important role in business, industry and entertainment. Some of
the network applications in different fields are the following:- :

*

Teleconferencing applications include simple text conferencing, voice conferencing and video
conferencing. S - o : S
Electronic mail(E-mail) is most widely used network application. o
Directory services allow lists of files to be stored in a central location to speed worldwide
search operations. . ' ' S A

- In marketing computer petworks are L.lsed.t_o _collecf, exchange, and analyze data relating to
- customer needs and product development cycles. In sales, networks are used for teleshopping,

which uses computers or telephones connected to an order-processing network, and on-line
reservation services for hotels, airlines, and so on. ' .
Applications that uses networks are credit history searches, foreign exchange and investment
services, and electronic funds transfer(EFT). - .

Bulletin board and data bank are examples of Network information services. A Wor_ld'W'i:de

Web is a good example of information service.

. Electronic data interchange allows business information (inglu_ding' documents such as

purchase orders and invoices) to be transferred without using paper. _
Today’s cellular networks make it possible to maintain wireless phone connections even

“while traveling over large distance.
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. Future services provided by cable television networks may include video on request, as well
as the same information, financial, and communication services currently provided by the
telephone companies and computer networks.

4.5 TYPES OF NETWORKS

There are two types of networks according to transmission technology:

+ Point—to-poi_nt networks,

. Broadcast networks.

Point-to-point networks consxst of many connections between individual pa.1rs of machines. In these

types of networks:

* A packet on its way from the source to the dcstmatlon may go through intermediate machmes

. In general, multiple routes are possible - routing algorithms are necessary.

In general smaller, geographically localized networks tends to use broadcasting, larger networks

usually are point-to-point.

4.5.1 Pomt-to-Pomt or Switched Network _

Switched network is a type of network that pr0v1de switched communication system and in which

users are connected with each other through the circuits, packets switching and the control devices.

Example is public switch telephone network. From source to destination data transmitted through a

network of intermediate switching nodes. The switching network provides a switching facility that

will move the data from node to node until they reach their destination. The end devices that wish to
comnfunicate may be referred to as station, Switching devices are known as nodes. Nodes are

connected to one another by transmission lines. Each station attaches to a node and the collection of

nodes is referred to as a communication network.’

The connection between A and D is provided using (shared) links between two other pieces of

equipment, B and C. ' :

Nodes & B _ c D

A connection between two systéms A & D formed from 3 links

Point-to-Point networks have different topologies through which routers are interconnected and
_have different technologies to construct communication.

4,5.1.1 Network Topology

Topology defines the physical or logical arrangement of links in a network. The physical topology
of a_network refers to the actual layout of the computer cables and other network devices. The
“bg@} topology of a network, on the other hand, refers to the way in which the network appears to

the devices that uses it. The topology of a network is the geometric representation of the relationship

of all the links and linking devices (called nodes) to each other. There are basic topologies possible:
mesh, start, tree, bus and ring.
In topology two relationships are possible:-

. Peer to peer, where the devices share the link equally, example ring and mesh
R Primary secondary, wheré one device controls traffic and the other must tra.nsrmt through it,
example star and tree.
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Abus topology is equally equivalent for either,
Mesh '

The mesh topology incorporates a unique network design in which each computer on the network
connects to every other, creating a point-to-point connection between every device on the network.
The purpose of the mesh design is to provide a high level of redundancy. If onie network cable fails,
the data always has an alternative path to get to its destination,

Mesh topology.
Advantages: _
* The use of dedicated links reduced the network traffic problem.
+ The network can be expanded without disruption to current users.
¢ Itis very secure and private. : : -
+  Point-to-point links make fault identification and fault isolation easy.
Disadvantage : " '
. Requires more cable than the other LAN topologies.
. Installation and reconfiguration are difficult,
Star Topology

In a star topology, each device has a dedicated point-to-point link only to a central controller, called
hub. The devices can communicate with each other with the help of hub only. Each connected

“device requires a single cable to be connected to the hub, creating a point-to-point connection between
the device and the hub. -

Using a separate cable to connect to the hub allows the network to be expanded without disruption
to the network. A break in any single cable will not cause the entire network to fail. Because all
- devices connect to a centralized hub, this creates a single point of failure for the network. If the hub
fails, any device connected to it will not be able to access the network,

Star topology.
Advantages
s Less expensive than mesh topology.
¢+ Easy to install and configure. -
. Star networks are easily expanded without disruption to the network.
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. Cable failure affects only a single user. -

¢ Easy to troubleshoot and isolate problems.

Disadvantages = '_ |

+ . Requires more cable than most of the other topologies.

. A central ¢onnecting device allows for a single point of failure.
¢ More difficult than other topologies to implement.

Bus

Abus topblogy is multipolint. A bus network uses a trunk or backbone to which all of the computers
on the network connect. Systems connect to this backbone using T connectors or taps. To avoid
signal reflection, a physical bus topology rn_aqliires that each end of the physical bus be terminated.

f’
3

) CJ L]

Physical bus topology
Advantage g -
»  Easy to connect a computer or peripheral to a linear bus.
. Requires less cable length than a star topology.
Disadvantages | :
. Entire network shuts down if there is a break in the main cable.
. Terminators are required at both ends of the backbone cable.
. Difficult to identify the problem if the entire network shuts down.
* Not meant to be used as a stand-alone solution in a large building.
Tree '

Tree topologies integrate multiple star topologies together onto a bus. In its simplest form, only hub

devices connect directly to the tree bus, and each hub functions as the “root” of a tree of devices.
-Some of devices vonnected to central hub (active hub) and majority of devices connected to secondary
hub(passive hub) that is connected to the central hub. . -

- Tree Network Topology
Advantages
+  Point-to-point wiring for individual segments.
+ . Suppotted by several hardware and software venders.
Disadvantages ' | =
* Overall length of each segment is limited by the type of cabling used.
s ° Ifthe backbone line breaks, the entire segment goes down.
d More difficult to configure and wire than other topologies.
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Ring

A ring network is a network tonologv\m which each node connects to exactly two other nodes,
forming a circular pathway for signals - a ring. Data travels from node to node. The ring topology is
actually alogical ring, meaning that the data travels in circular fashion from one computer to another
on the network. It is not a physical ring topology.

!

Ldgicat design of the ring network.

Advantages :

¢ (Cable faults are easily located making troubleshooting easner
. Ring networks are moderately easy to install.

Disadvantage | '

. Expansion to the network can cause network dlsruptlon

* _ A single break in the cable can disrupt the entire network.

Self Assessments

True/ False

1. E-mail is most widely used network application.(True)

2. In bus topology nodes are connected in Ting manner.

3. Resource sharing is not an application of network.

4.  E-mail is most widely used network application.
" Fillin the Blanks '

. networks consist of many connections between 1nd1v1dual palrs of machines.

2, A bus topology is ............
3. EFT stands for.................. | :
4. A Networkisan............... collection of autonomous computers.

4.5.1.2 Network Technology — _

Two different technologies to construct communication are:
- Circuit Switching network

- Packet Switching network .

Circnit Switching network

In circuit switching network there is a dedicated communication path between two stations. This
path is a connected sequence of links between network nodes. The most ubiquitous circuit-switching

network is the telephone system. Consider communication between two points A and D in a network. -

Network use s initiated by a connection phase, during which a circuit is set up between sotrce and
destination, and terminated by a disconnect phase. These phases with asso<:1ated timings, are
illustrated in the figure beIow :
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A circuit switched connection between A and D

Main phases in circuit switching network are: '

L. Circuit establishment — Before any signal transmission, an end-to-end ( station to station)
must be established. : _

2. Data transfer — Information can now be transmitted from one node through the network to
other node: The data may be analog or digital depending on the nature of network.

3. Circuit disconnect — After some period of time data transfer, the connection is terminated

usually by the action of one of the station.

Packet Switching Network o

A key characteristic of circuit switching networks is that resources within the network are dedicated

to a particular call. Because of this, two shortcoming of circuit switching networks are:

14 In a typical user/host data connection (e.g., personal computer user, logged on to a database
server), much of the time line is idle. Thus, with data connections, a circuit switching ap- -
proach is inefficient. ' ' _ '

+ - Ina circuit switching netwoik, the connection provides for retransm_is'sion at a constant data
rate. This limits the utility of the network in interconnecting a variety of host computers and
workstations. ' '

With the help of packet switching we can overcome these problems. Packet Switching is a process
in which data is divided into the packets before it routes to its destination and ali packets are recompiled

" to its original shape when they reach at the destination. Most of the WAN technologies such as TCP/

1P, Frame relay and the X.265 are based on the packet-switching data communication technology.

‘Each packet contains the header in which source and destination information is contained and it

transmitted through the network individually. There are two types of packet' switched network one is
datagram and other is virtual circuit. - : '
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Packet~Switchea_’ communication between systems A and D

(The message in this case has been broken into three parts labeled 1-3)

There are two important benefits from packet switching.

1. The first and most important benefit is that since packets are short, the communication links
between the nodes are only allocated to transferring a single message for a short period of
time while transmitting each packet. Longer messages require a series of packets to be sent,
but do not require the link to be dedicated between the transmission of each packet, The
implication is that packets belonging to other messages may be sent between the packets of
the message being sent from A to D. This provides a much fairer sharing of the resources of

~ each of the links. | _ ' -

2. Another benefit of packet switching is known as “pipelining”. Pipelining is visible in the
figure above. At the time packet 1 is sent from B to C, packet 2 is sent from A to B; packet 1
is sent from C to D while packet 2 is sent from B to C, and packet 3 is sent from A to B, and
so forth. This simultaneous use of communications links represents a gain in efficiency, the
total delay for transmission across a packet network may be considerably less than for message
switching, despite the inclusion of a header in each packet rather than in each message.

Datagram Packet Networks

Datagram transmission uses a different scheme to determine the route through the network of links.
Using datagram transmission, each packet is treated as a separate entity and contains a header with
the full information about the intended recipient. The intermediate nodes examine the header of a
packet and select an appropriate link to an intermediate node which is nearer the destination. In this
system, the packets do not follow a pre-established route, and the intermediate nodes (usually known
as “routers”) do not require prior knowledge of the routes that will be uged. o :

In a datagram network delivery is not guarantesd (although they are usually reliably sent). The most
. common datagram network is the Internet which uses the [P-network protocol. One merit of the
l datagram approach is that not all packets need to follow the same path (route) through the network
(although frequently packets do follow the same route). This removes the need to set-up and tear-
down the path, reducing the processing overhead, and a need for Intermediate Systems to execute an
additional protocol. Packets may also be routed around busy parts of the network when alternate
paths exist. This is useful when a particular intermediate system becomes busy or ovérloaded with
excessive volumes of packets to send. It can also provide a high degree of fault tolérance, when an
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individual intermediate system or communication circuit fails. As long as a route exists through the
‘network between two end systems, they are able to communicate. Only if there is no possible way to’
send the packets, will the packets be discarded and not deliverea. '

Uger 2
Lism 3

Jam 5

Datagram Packet Switching. Packets from a given flow are independent and a router can
Yorward two packets from the same flow on two different links.

Virtual Circuit Packet Switching

Tn virtual circuit packet switching, an initial setup phase is used to set up a fixed route between the
intermediate nodes for all packets which are exchanged during a session between the end nodes

- (analogous to the circuit-switched telephone network). At cach intermediate node, an entry is made
in a table to indicate the route for the connection that has been set up. Packets can then use short
headers, since only identification of the virtual circuit rather than complete destination-address is
needed. The intermediate nodes (B,C) process each packet according to the information which was
stored in the node when the connection was established. '

Enhancements to provide reliability may also be provided. Delivery of packets in proper sequence
and with essentially no errors is guaranteed, and congestion control to minimise queuing is common.
Delays are more variable than they are with a dedicated cirouit, however, since several virtual circuits
may compete for the same resources. An initial connection setup phase and a disconnect phase at the
end of data transfer are required (as in the circuit-switched network). The most common form of
virtual circuit network were ATM and X.25, which for a while were commonly used for public
packet data networks. ' S
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Virtual circuit packet switching. All packets from the same flow-use the same virtual circuit.
. R .
4.5.2 Broadcast Network : ‘ 1 o
Broadcast networks have a single communication channel that is shared by all the machines on the

network. Short message (packets) sent by any machine are received by all the others. The sender
specifies the address of receiver in the packet. When a machine receives a packet, it checks the
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address field. If the packet is intended for itself, it processes the packet; if the packet is intended for
some other machine, it is just ignored. o '

Broadcasting is a _inode of operation in which a packet is sent to every machine using a special code
in the address field. o -
Multicasting is used to send a packet to a subset of the machines. Example of broadcast networks
are: _ o

Packet Radio Networks o .
Packet radio network is a collection of fixed or mobile nodes that communicate via radios. The
network uses electromagnetic radio waves operates at radio frequency(RF) and its transmissions are

called RF transmissions. Each host on the network attaches to an antenna, which can both send and
receive RF. ' E '

Advantages -

. Fast (re)deployment and set-up of network
¢ Ability to support mobile nodes

Disadvantage :

. complications due to

. Communications medinm o

. Dynamic nature of the network topology

. Half duplex operation

Satellite Netvforks '

Satellite network is a collection of satellites that are revolving around the earth, Satellite
communication use microwave frequency antennas to receive radio signals from transmitting stations
on the earth and to relay the signals back down to earth stations. The satellite serves as an electronic
relay station. The signals received by satellite may be voice image, data transmission or television
video signal. - g -

The satellitg contains a fransponder consisting of a radio receiver and transmitter. A ground station
on one side of the ocean sends a signal to the satellite, which amplifies it and transmits the amplified
signal at a different angle than it arrived to another ground station on the other side of the ocean.

Advantages: _

* Each satellite has a large fransmission capacity. | _

. The cost of transmitting the signal is independent of the distance between the two earth
sides, - ' : :

Disadvantages ;- _
. Poor weather conditions may interfere with signal.
*  Because of distance, delay may occur in the reception of the signal at the earth station.

* Only finite amount of frequency exist,
4.6 CLASSIFICATION OF NETWORKS'
4.6.1 Local Area Networks

A Local Area Network (LAN) is a network that is confined to a relatively small area. It is generally
limited to a geographic area such as a writing lab, school, or building, ' '

¢ Provide opportunity to design a switched network without physical switches.

Most LANSs connect workstations and personal computers, Each node (individual computer ) in a
LAN has its own CPU with which it executes programs, but it also is able to access data and devices
‘anywhere on the LAN. This means that many users can share expensive devices, such as laser

P
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printers, as well as data. Users can also use the LAN to communicate with each other, by sending e-
mail or engaging in chat sessions. Typically, connected devices share the resources ofa single processor
or server within a small geographic area (for example, within an office building). Usually, the server
has applications and data storage that are shared in common by multiple computer users. A local*
area network may serve as few as two or three users (for example, ina home network) or as many as”
thousands of usets (for éxample, in an FDD] network). B

The following characteristics differentiate one LAN from another:
¢ topology : The geometric arrangement of devices on the network The most common LAN
;  topologies are bus, ring and star, B R
¢ . protocols : The rules and e_flcoding specifications for sending data. The protocols also .
. determine whether the network uses a peer-to-peer or client/server architecture, .
14 media : Devices can be cc{nnected by twisted-pair wire, coaxial cables, or fiber opti\c cables.
~ Some networks do without connecting media altogether, communicating instead via radio
waves : '

Possible topologies for broadcast LANSs;

<5

| o =
L o ®)
. Two broadcast networks. (a) Bus. (b) Ring,
.. bus - at any instant one machine is the master of the bus allowed to transmit. Arbitration
mechanism for resolving the conflicts when more than one machine want to transmit may be
- centralized or distributed. Example:. Ethernet as a bus-based broadcast network with
decentralized control operating at 10 or 100 Mbps. _ '
. ring - each bit propagates aroumnd, typically it circumnavigates the entire ring in the time it
takes to transmit a few bits, often before the complete packet has even be transmitted. Example:
- IBM token ring operating at 4 and 16 Mbps. _ ' '
Broadcast networks can be, depending on how the channel is allocated, further divided into:

. Static - a typical would be a time division for the access to the channel and round-robin
algorithms. It wastes channel capacity. : :
. Dynamic - on demand. Channel allocation could be centralized or decentralized.

LAN built using point-to-point lines is really a miniature WAN,
4.6.2 Metropolitan Area Networks

- MANSs (Metropolitan Area Networks) connect multiple geographically nearby LANs to one another
- (over an area of up to.a few dozen kilometers) at high speeds. Thus, a MAN lets two remote nodes
communicate as if they were part of the same local area network, - '

‘A MAN is made from switches or routers con_nected to one another with hi gh—speéd linkS (usually
fiber optic cables). _ : o ' S N
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Some technologies used for this purpose are ATM, FDDI, and SMDS. These older techn_ﬁr(igﬁﬁein'the

process of being chsplaced by Ethernet-based MANS (e.g. Metro Ethernet) in most areas. MAN links

_between LANs have been built without cables usmg either microwave, radio, or 1nfra-recl laser links.

Thele are three important features which dlscrlmmate MANS from LANs or WANSs:

1.  Thenetwork size falls intermediate between LANs and WANs. AMAN. typlcally covers an area
~ of between 5 and 50 kmn diameter. Mariy MANSs cover an area the size of a city, although in some

_ cases MANs may be as small as a group of buildings or as large as the North of Scotland.
2. AMAN (like a WAN) is not generally owned by a single organization. The MAN, its ommunications
links and equipment are generally owned by either a consortium of users or by a single network
. provider who sells the service to the users. This level of service provided to each user must therefore
be negotiated with the MAN operator, and some performance guarantees are normally specified.

3. A MAN often acts as a high speed network to allow sharing of regional resources (similarto a

~ large LAN). [t is also frequently used to provnde a shared connection to other networks using a link
_ to a WAN. .

4,6.3 Wide Area Networks

A wide area network (WAN):

*+ . spansalarge geographical area, _

¢ contains hosts (or end-systems) intended for running user programs,

. the hosts are connected by a subnet that carries messages from host to host_.

The subnet usually consists of transmission lines (circuits, channels, or trunks) and switching elements. The
switching elements are specialized computers used to connect two or more transmission lines. There isno
standard technology used to name switching elements (e.g. packet switching nodes, intermediate systems,
data switching exchanges). As a generic term we will use the word router.

Both packet switching and circuit switching technologies are used in the WAN. Packet smtchmg allows
users to share common carrier resources so that the carrier can make more efficient use ofits infrastructure.
Circuit Switching allows data connections to be established when needed and then termmated when
commumcatlon is complete

) Soe

) e

L LAN
3 | ' cubnet | 1 .3
/I' I l | nhnet. : | | /l'
LAN _ o Routers: - LAN

Retatwn between hosts and the subnet,

If two routers that do not share acable wishto commumcate, they must do it via other routers When a
- packet is sent from one router to another vr,a intermediate routets, the packet is received at each intermediate;

touter, stored there until the required output line is free, and then forwarded. A subnet using this principle is
called point-to-point, store-and-forward, of packet-switched subnet. Nearly all wide area networks (except
those using satelhtes) have store-and-forwarcl subnets.
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When the packets are small and all the same size; they are often called cells. -

A Becond possibility for a WAN is a satellite or ground radio system. Each router has an antenna
through which it can send and receive. All router can hear the output from the satellite. Satellite
networks are inherently broadcast. - '

The world’s most popular WAN is the Internet. Some segments of the Internet, like VPN-based
extranets, are also WANs in themselves. Finally, many WAN are corporate or research networks
that utilize leased lines. o :

4,6.4 Wireless Networks _ _
The owners of mobile computers want to be connected to their home base when they are away from
home, In case where wired connection is impossible (in cars, airplanes), the wireless networks are
~ necessary. _ - : |
The use of wireless networks:

portable office - sending and receiving telephone calls, faxes, e-mails, remeote login, ...
rescue works, L ' |
keeping in contact,
military. -

* * 4+ o

Wireless networking and mobile computing are often related but they are not identical. Portable =
computers are sometimes wired (e.g. at the traveler’s stay in a hotel) and some wireless computer -

are not portable (e.g. in the old building without any network infrastructure).
Wireless LANS are easy to install but they bave also some disadvantages: lower capacity (1-2 Mbps,
higher error rate, possible interference of the transmissions from different computers), -
Wireless networks come in many forms: _
. antennas all over the campus to allow to communicate from under the trees,
. using a cellular (i.e. portable) telephone with a traditional analog modem,
* direct digital cellular service called CDPD (Cellular Digital Packet Data),
. different combinations of wired and wireless networking. :
Self Assessments
True/ False _
A Local Area Network (LAN) is a network that is confined to a large area.
Circuit switching network contains dedicated communication path,
Broadcast networks have a multiple communication channel.
Wireless networking and mobile computing are identical.
Fill in the Blanks :
The world’s most popular WAN is the ........
C ereriienaaen is sending a packet to a subset of the machines.
Possible topologies for LAN are.....and ......
AL is a network covering an area the size of a town or city

.7 SUMMARY

A network is a series of points or nodes interconnected by communication paths.
Point-to-point networks consist of many connections between individual pairs of machines.
Broadcast networks have a single communication channel that is shared by all the machines
on the network. N _
. Topology refers to the physical or logical arrangement of a network. Devices may be arranged

W=

I I N

in a2 mesh, star, tree, bus\ or ring topology.
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In packet switching data is divided in packets and'send to router. .
A network can be categorized as a local area network(LAN), a metropolitan area
network(MAN), or a wide area network{ WAN).
A Local Area Network (LAN) is a network that is confined to a mlailvely small area.
A MAN is a network covering an area the size of a town or city.
A WAN is a network covering a wide area including states, countries or the whole world,
UNIT END QUESTION
Discuss different types of network topologies.
What are different types of networks‘?
- Differentiate circuit sw1tch1ng and packet switching?
Define the following: LAN, MAN and WAN .
Discuss how networks influence our daily life.

SOLUTION TO SAQS
True/ False Filt in the Blank
SAQ1 True Point-to-potnt
False . Multipoint
False ~electronic funds transfermter
- True - - connected :
SAQ2 False : Internet
Multicasting
Bus, ring
MAN
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UNIT 5

COMPUTER NETWORKS
Structure of the Unit
5.0 Objectives
.5.1 Introduction
5.2 fLayere_d Architecture
Reference Model

5.3.1 OSI reference model

'5.3.2 TCP/IP reference model |
5.3.3 A Comparison of the OSI and TCP Reference Models

Internet Protocol Stack
Connection oriented and Connection less services
Example of networks

5.6.1 Novell Netware

5.6.2 Arpanet

5.6.3 Internet _
Examples of data communication Services
5.7.1 X.25 Networks

5.7.2 Frame relay

5.7.3 Broadband ISDN and ATM
Summary

Unit End Questlons

5.10 Solutions to SAQs

5. 0 OBJECTIVES
Aﬁter this unit, you should be able to know:

* + + »

’ .

~ different reference model

example of networks
Internet Protocol Stack

' connection oriented and connection less services

different types of data commumcatlon services .

5. 1 INTRODUCTION

The basics of computer were discussed in the previous unit. In this unit we will learn network
reference models (OSI and TCP/IP), differentiate connection oriented and connection less services

and finally discuss the exarmples of networks and data communication services.

5.2 LAYERED ARCHITECTURE

Most networks are organized as a series of layers or levels, each one built upon the one below it. The
nuihber of layers, the name of each layer, the contents of each layer, and the function of each layer
differ from network to network. But, the purpose of each layer is to offer certain services to the
~ higher layers, shielding those layers from the details of how the offered services are actually

1mplemented Layers of same label can communicate with each other. For example, layer 2 on one
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machine can communicate with layer 2 on another machine. The rules and conventions used in this
conversation are collectively known as the layers n protocol. A protocol is an agreement between the -
communication parties on how communication is to proceed. Means a protocol is a set of rules,”
governing the format and meaning of the frame, packets, or message that are exchanged by the peer
entities within a layer. Entities use protocol in order to implement their service definition.

5.3 REFERENCE MODELS

5.3.1 The OSI Reference Model . _ .
The OSImode! is based on a proposal develop by ISO as a first step toward international standardization
of the protocols used in the vartous layers The model is called ISO OS1 (Open Systems Interconnectmn)

- Reference Model.

Open system is a system open for communication with other systems.

The OSI'model has 7 layers {Fig. 5. 1). The prmc1p1es that were apphed to arrive at the seven layers are as

follows:

1. - Alayershould be created where a different level of abstracnon isneeded.

2. Each layer should perform a well defined fanction.

3. The function of each layer should be chosen with an eye toward deﬁmng mtemahona]ly standardlzed
protocols. _.

4. The layer boundarles should be chosen to minimize the information flow across the interfaces.

5. The number of layers should be large enough that distinct functions need not be thrown together in
the same layer out of necessity, and small enough that the architecture does not become unwieldy.

The OSI model is not a network archltecture it does not specify the exact services and protocols. It just

tells what each layer should do.

Layerl (The Physical Layer)- The physical layer coordmates the transmlssmn of bit streams over the
physical medium. It transmits encoded signals — either electrical or optical — over the connection. It
receives data from the data link layer to send over a network, and also passes data back to the data link
layer when itreceives a signal. . .

The user of the physical layer may be sure rhat the given stream of bits was encoded and transmitted,
User cannot be sure that the data came to the destination without error. This issue is solved in
. higher layers.

_Actual data trar‘ua’ﬂisﬁl onpath
Pry sical Freduha S

The OSI reference model.

Layer2 (The Data Link Layer)- The data link layer transforms the physical layer sngnal toa rellable link,
shielding the layers above from any actual errors (transmissmn then appears error free). It breaks the
stream of bits down into manageable units catled frames. -

The_user of rhe data link layer may be sure that data were del iﬁered without errors to the rgleig-hl:__;or
node. Howe'u_)er; the layer is able to deliver the data fust to the neighbor node. \
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- Layer3 (The Network Layer)- The network layer is responsible-for source-to-destination delivery -
- of'a packet over the network. Here, the physical addresses are used to identify hosts in the network, -
and the networking layer uses logical addresses (IP addresses) to send data over different networks
to the specified host. '
The user of the network layer may be sure that packet was delivered 1o the given destination. However,
the delivery of the packet needs not to be in the order in which they were transmitted, _

Layer 4(The Transport Layer)- The transport layer is responsible for end-to-end delivery of an
entire data message. As the network layer below is responsible for sending data to the correct host,
the transport layer oversees the transmission as a whole, and manages the sending and receiving of
packets to ensure that a complete, error-free message is received. T

The user of the t}'ansporr layer may be sure that message will be delivered to the destination regardless
of the state of the network. User need not worry about the technical Jeaturés of the network.

Layer 5 (The Session Layer)- The session layer acts as the network’s dialog controller. It establishes

" the interaction between two hosts over a network, and then also synchronizes the transmissions and

acknowiedgments between the two machines.

The user of the session layer is in similar position as the user of the transport layer but .having
larger possibilities. | _ _ _ - ,
Layer 6(The Presentation Layer)- The presentation layer deals with the syntax and semantics of
the information exchanged between two systems. For instance, it encodes and decodes between bit
streams that are sent over the network, and ASClI-based characters so that it can provide applications
on the receiving host with usable data. Encryption and compression are also a part of the presentation
layer. . 5 - -

Layer 7 (The Application Layer)- The application layer enables users to access and interact with
the network. Interfaces for network-based applications such as email and FTP are bandled here, A
network virtual terminal application can also allow a userto login to a host remotely over the network
and perform basic functionalities. o

5.3.2 The TCP/IP Reference Model

TCP/AP referep;se model originates from the grandparent of all computer networks, the ARPANET
and now is used in its successor, the worldwide Internet. S

The name TCR/IP of the reference model is derived from two primary protocols of the corresponding
network architecture. - '
The Internet Layer _ _

The internet layer is the linchpin of the whole architecture. It is a connectionless internetwork layer
forming a base for a packet-switching network. Its job is to permit hosts to inject packets into any -
network and have them travel independently to the destination. The internet layer defines an official
packet format and protocol called IP (Internet Protocol). The job of the internet tayer is to deliver IP
‘packets where they are supposed to go. TCP/IP internet layer is very similar in functionality to the
- OSI network layer (Fig. 5.2).. ' N -
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. Fig. 5.2. The TCP/IP reference model.
The Transport Layer | '

The Iayer above the internet layer in the TCP/IP model is now usually called transport layer. It is
designed to allow peer entities on the source and destination hosts to carry on a conversation, the
same as in the OSI transport layer. Two énd-to-end protocols have been defined here:

+

- .TCP (Transmission Control Protocol) is a reliable connection-oriented protocol that allows

a byte stream originating on one machine to be delivered without error on any‘other machine
in the internet. It fragments the incoming byte stream into discrete messages and passes each
one onto the internet layer. At the destination, the receiving TCP process reassembles the
received messages into the output stream. TCP also handles flow control.

UDP (User Datagram Protocol) is an unreliable, connectionless protocol for applications
that do not want TCP’s sequencing or flow control and wish to provide their own. It is also
widely used for one/shot, client/server type request/reply queries and appllcatlons in which
prompt delivery is more important than accurate delivery. : :

The Application Layer

The apphcatlon layer is on the top of the transport layer. It contams all the hlgher level protocols
Some of them are:

*

*

+*

Virtual terminal (TELNET) - allows a user on one machine to log into a dlstan_t machine and
work there.

File transfer protocol (FTP) provides a way to move data cﬁicwntly from one machine to
another,

_ Electronic mail (SMTP) specnahzed protocol for electronic mail.

Domain name service (DNS) - for mapping host names onto their network addresses

The Host-to-Network Layer

Below the internet layer there is a great void. The TCP/IP reference model does not really say much '

about what happens here, except to point out that the host has to connect to the network using some

_protocol so it can send IP packet over it. This protocol is not defined and varies from host to host and

network to network.
5.3.3. A Comparisen of the OSI and TCP Reference Models
The OS] and the TCP/IP reference models have much in common:

+

*

they are based on the concept of a stack of independent protocols,
they have roughly similar functionality of layers,
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the layers up and including transport layer provide an end-to-end network-independent

transport service to processes wishing to communicate.

The two models also have many differences (in addition to different protocols).

OSI model | “TCP/IP model

It makes the clear distinction between The TCP/IP model did not originally:
its three central concepts that are clearly distinguish between service,
services, interfaces, and protocols. ~ interface, and protocol a

- The OSI reference model was devised With the TCP/IP the reverse was true:
before the protocols were invented. the protocols came first, and the model
The positive aspect of this was that the was just a description of the existing
model was made quite general, - - protocols. As a consequence, the model
not biased toward one particular set of was not useful for describing other

-protocols. The negative aspect was that non-TCP/IP networks.
the designers did not have much ' :
experience with the subject and did not |
have a good idea of which functionality

to put into which layer _ |

The OSI model supports both types of - The TCP/IP model has only

communication in the network layer, connectionless mode in the network

but only connection-oriented layer but supports both modes in the

communication in the transport layer transport layer. The connectionless

choice is especially important for

_ ~ simple request-response protocols.

There are 7 layers in OSI model. | There are 4 layers in TCP/IP model.
54 PROTOCOL STACKS

A protocol stack is a. group. of protocols that all work together to allow software or hardware to
perform a function. The TCP/IP protocol stack is a good example. It uses four layers that map to the
OSI model as follows:

\

Layer 1: Network Interface This layer oomblnes the Physical and Data layers and routes
the data between devices on the same network. It also manages the exchange of data between
the network and other devices.

‘Layer 2: Internet - This layer corresponds to the Network layer. The Internet Protocol (IP)‘ _

uses the [P address, consisting of a Network Identifier and a Host Identlher, to determine
the address of the device it is communicating with, '

~ Layer3: Transport Corresponding to the OSI Transport layer this is the part of the protocol '
- stack where the Transport Control Protocol (TCP) can be found. TCP works by asking

another device on the network if it is willing to accept information from the _Ioeal device.
Layer 4: Application - Layer 4 combines the Session, Presentation and Application layers

-~ of the OSI model. Protocols for specific functions such as-e-mail (Simple Mail Transfer
Protocol, SMTP) and file transfer (File Transfer Protocol, FTP) reside at this level.

As-you can see, it is not necessary to develop a separate layer for éach and every function outlined in
the OSI Reference Model. But developers are able to ensure that a certain level of compatibility is
maintained by following the general guidelines provided by the model.
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5.5 CONNECTION-ORIENTED AND CONNECTIONLESS SERVICES

Two distinct techniques are used in data communications to transfer data. Each has its own advantages
and disadvantages. They are the connection-oriented method and the connectionless method: . |

. Connection-oriented connection-oriented describes a means of transmiiting data in which
the devices at the end points use a preliminary protocol to establish an end-to-end connection
before any data is sent. Requires a session ¢connection (analogous to a phone call) be established
before any data can be sent. Connection-oriented protocol service is sometimes called a
“reliable” network service, because it guarantees that data will arrive in the proper sequence,

- Transmission Control Protocol (TCP) is a connection-otiented protocol. r

¢ Counectionless Inconnectionless service data is sent from one end point to another without
prior arrangement, Does not require a session connection between sender and receiver. The
sender simply starts sending packets (called datagrams) to the destination. This service does
not have the reliability of the connection-oriented method, but it is useful for periodic burst
transfers. A connectionless network provides minimal services. Connectionless protocols
are usually described as stateless because the end points have no. protocol-defined way to
remember where they are in a “conversation” of message exchanges. Because they can keep
track of a conversation, connection-oriented protocols are sometimes described as stateful.

Connection-oriented methods may be implemented in the data link layers of the protocol stack and/
or in the transport layers of the protocol stack, depending on the physical connections in place and
the services required by the systems that are commumcatmg .

Examples: TCP (Transmission Control Protocol) is a connection-otiented transport protocol, wlnle

UDP (User Datagram Protocol) is a connectionless network protocol. Both operate over IP. LANs
operate as connectionless systems. The Internet is one big connectionless packet network in whlch
all packet deliveries are handled by IP.

A WAN service that uses the’ co_nnectlon—oriented model is frame relay. The service provider sets up
PVCs (permanent virtual circuits) through the network as required or requested by the customer.
ATM is another networking technology that uses the connection-oriented virtual circuit approach
Self Assessment Questions 1

True/False. :
The data link layer coordinates the transmission of bit streams

1.
2. 'TCP/IP reference model has 4 layers.
3. The IP address, consisting of a Network Identifier and a Host Identlﬁer
4. UDP isa connection-oriented transport protocol.
~ Fillin the Blanks.
L.  The............. .. is responsible for source-lo-destmatxon delivery of a packet over the network
2. eeee..isa system open for communication with other systems. '
3. The ........... is resp0n31ble for end-to-end delivery of an entire data message.
4, FTP stands for ........... e oo se s —
5.6 EXAMPLES OF NETWORKS ~

5.6.1 Novell Netwaf‘e

Novell Netware is a local-area network (LAN) operating system developed by Novell Corporation.
NetWare is a sofiware product that runs on a variety of different types of LANS, from Ethernets to
IBM token-ring networks. It provides users and programmers with a consistent interface that is
1ndependent of the actual hardware used to transmit messages. It initially used cooperative multitasking
to run various services on a PC. It provides desktop PC functionality, server services like file services,
database services and other services to a collection of clients. It is based on the client-server model.
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_ ’
The network protocols were based on the archetypal Xerox XNS stack. It looks more like TCP/IP
than like OSIL. '

Layer
Application SAP File server
Transport NCP SPX
Network ' PX
Data link Ethernet Token ring : ARCnet
Ethernet - Token ring ARCnet
Physical

NetWare has been superseded by Open Enterprise Server (OES). The latest version of NetWare is
v6.5 Support Pack 7, which is identical to OES 2, NetWare Kernel.

The physical and data link layers can be chosen from any of the standard like Ethefnet, IBM token
ring and ARCnet. The network layer runs on unreliable IPX. IPX uses 10 byte address and passes

packets transparently from source to destination, even if the source and destination are on different '

networks. For transport layer two protocols can be used, one is connection-oriented NCP( Network
Core Protocol) that also provides various other services besides user data transport and second one
is SPX, that only provides transport. For broadcasting it uses SAP( Service Advertising Protocol}
protocol for giving its address and telling what services it offers. The packets are collected by spetial
agent processes running on the router machines.

When the client machine is booted, it broadcast a request for the nearest server. The agent on the

local router machine accepts the message and search in server’s database and matches up the request .

* with the best server. This information is sent back to client. Client can now establish an NCP
connection with the server and file system and other services can be used by server with maximum
packet size.

5.6.2 ARPAnet

The precursor to the Internet, ARPANET was a large wide-area network created by the United States
Defense Advanced Research Project Ageney (ARPA). Established in 1969, ARPANET served as a
testbed for new networking technologies, linking many universities and research centers. ARPANET

“took advantage of the new idea of sending information in small units called packets that could be
routed on different paths and reconstructed at their destination. '

ARPA is a packet switched network, consisting of a subnet and host computer. The subnet congist of
minicomputers called IMPs(Interface Message Processors) connected by transmission lines. Each
IMP would be connected to at least two other IMPs for high reliability.

Each node of the network was to consist of an IMP and a host, in the same room, connected by short
wire. A host could send messages of up to 8063 bits its IMP, which would then break these up into
* packet of at most 1008 bits and forward then independently toward the destination. Each packet was
received in it’s entirely before being forwarded. So the subnet was the first electronic store and
forward packet switching network. ' -
The software was split into two parts: subnet and host. The subnet software consisted of the IMP end
of the host IMP connections, The IMP-IMP protocol and a source IMP to destination IMP protocol
designed to improve reliability. The way that processes within the hosts communicated with one
another through the network was known as the “host to host protocol”. The host to host protocol
was the second level protocol above the Host-IMP protocol. This protocol was implemented by the
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NCP (network control program) which was part of a host’s operating system The NCP was responsible
for connection establishment, connection termination and flow control. “NCP” eventually became

synonymous with the host to host protocol. The NCP was the first tranSport layer protocol of the

ARPANET.
5.6.3 Internet

The Internet is a worldwide collectlon of computer networks, cooperating with each other to exchange

data using a common software standard, Through telephone wires and satellite links, Internet users
can share information in a variety of forms,

No one is in charge of the Internet. There are crgamzatlons whlch develop technical aspects of this
- network and set standards for creating applications on it, but no governing body is in control. The
Internet backbone, through which Internet traffic flows, is owned by private companies.

All computers on the Internet communicate with one another using the Transmission Control Protocol/

Internet Protocol suite, abbreviated to TCP/IP. Computers on the Internet use a client/server

architecture. This means that the remote server machine provides files and services to the user’s
local client machine. Software can be mstal]ed ona chent computer to take advantage of the latest
access technology.

Components of the Internet:

E-mail: Electronic mail, or e-mail, allows. computer users locally ancl ~worldwide to exchange '

messages. Each user of e-mail has a mailbox address to which messages ate sent. Messages sent
through e-mail can arrive within a matter of seconcls

Telnet: Telnet is a program that allows you to log into computers on the Internet a.nd use online
databases, hbrary catalogs, chat services, and more. There are no graphics in Telpet sessions , just
text,

FTP: FTP stands for File Transfer Protocol. This is both a program and the method used to transfer

files between computers, Anonymous FTP is an option that allows users to transfer files from
thousands of host computers on the Internet to their personal computer account. -

E-mail Discussion Groups: One of the benefits of the Intetnet is the opportunity it offers to people
worldwide to communicate via e-mail. The Internet is home to a large community of individuals
who carty out active discussions organized around topic-oriented forums distributed by e-mail.
These are administered by various types of sofiware programs.

Usenet News: Usenet News is a global electronic bulletin board system in which millions of computer
users exchange information on a vast range of topics. The major difference between Usenet News
and e-mail discussion groups is the fact that Usenet messages are stored on central computers, and
users must connect to these computers to read or download the messages posted to these groups.

Chat & Instant Messaging: Chat programs allow users on the Internet to communicate with each
other by typing in real time. A variation of chat is the phenomenon of instant messaging. With
instant mcssaglng, a user on the Web can contact another user currently logged in and type a
conversatlon

‘World Wide Web: The World Wide Web (Web or WWW) is a system of Intemet Servers that
supports hypertext to access several Internet protocols on a single interface. Almost every protocol
type available on the Internet is accessible on the Web. This includes e-mail, FTP, Telnet, and Usenet
News. In addition to these, the World Wide Web has its own protocol: HyperText Transfer Protocol,

or HTTP. The World Wide Web consists of files, called pages or homc pages, containing I1nks to
documents and resources throughout the Internet.

S.7EXAMPLE DATA COMMUNICATION SERVICES

'Telephonc compames and other have begun to offer networkmg services to any orgamzatlon that
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wishes to subscribe. The subnet is owned by the network operator providing communication service
for the customer’s hosts and terminals. Such a system is called a public network. ' '

5.7, 1 X.25 Networks

An X.25 network is an older packet-switched network based on Open System Interconnectlon (OSIy
network architecture rather than on TCP/IP architecture. It is mostly used for commercial networks,
It allows WAN-to-WAN or LAN connectivity at up to 2Mbps (megabits per second), but due to
heavy error-checking protocols, its effective network speed is very slow.

1 .
i

It was developed during the1970 by CCITT to provide an interface between public packet-switched -
networks and their customers. X.25 is connection-eriented and supports both switched virtual circuits
and permanents ones. A switched virtual circuit is created when one computer sends a packet to the
network asking to make a call to a remote computer. Once established, packets can be sent over the
* conpection, always arriving in order. X.25 prov1des flow control, to make sure a fast sender can’t
swamp a slow or busy receiver.

A permanent virtual circuit is used the same way as a svvltched one, but it is setup in advance by
agreement between the customer and the carrier. It is analogous to a leased line. The user or network
operator installs a “black box” to which these terminals can connect The black box is called a
PADC{ Packer Assembler Dlsassembler)

Advantages

The following are some of the advantages of X.25 protocol:
* X.25 is anetworking protocol, which provides highly secure and reliable data commumcatlon
. X.25 guarantees 100% error correction and network- managed flow control.
X.25 is a stable and a proven packet switched technology that has been around for many
years. This offers the secure communication between the two end nodes.

¢ X.25 allows creation of multiple virtual conngctions over the same connection to a PSN.
Each connection is called a virtual circuit (VC).

. X.25'supports the reverse chargmg facility, by which the cost for each call can be evaluated.

Disadvantages

" The major disadvantages of X. 25 that causes It to be less useful in today’s protocols world are the
following: -

A X.25 was designed when the underlymg physwal link was unreliable. By contrast,
contempora:y : .

4 networks provide very high levels of reliability for which other protocols are well suited,
like Frame Relay and IP.

. X .25 transaction is pretty slow, a feature that makes it un-suitable for most applications. The
error correction and detection mechanism of X.25 caused it to have an inherent delay.

. X.25 requires a massive buffering capability in order to support the store-and-forward
mechanism of data transfer which makes it very expensive and inefficient.

5.7.2 Frame¢ Relay-

Frame relay is a telecommunication service designed for cost-efficient data transmission for
intermittent traffic between local area networks (LANs) and between end-points in a wide area
network (WAN). Frame relay puts data in a variable-size unit called a frame and leaves any necessary
érror correction {retransmission of data) up to the end-points, which speeds up overall data
transmission.
* Frame relay is a service for people who want an absolute bare-bones connectlon~or1ented way to
move bits from A to B at reasonable speed and low cost. Frame relay can be best be thought of as a
virtual leased line. The customer leases a permanent virtual circuit between two points and can be
send frames (i.e. packets) of up to 1600 bytes between them. It is also possible to lease permanent
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virtual circuits between a given site and multiple other sites, so each frame carries a 10-bit number
telling which virtual circuit to use. -

Frame relay provides a minimal service, primarily a way to determine the start and end of each
frame, and detection of transmission errors, If a bad frame is received, the frame relay service simply
discards it. It is up to the user to discover that frame is missing and take the necessary action to
recover. Unlike X.25, frame relay does not provide acknowledgement or normal flow control. It
does have a bit in the header, however, which one end of a connection can set to indicate to the other
end that problems exist. The use of this bit is up to users. ‘

Advantages of Frame Relay

The success of the Frame Relay protocol is based on the following two underlﬁhg'factors:

. Because virtual circuits consume bandwidth only when they transport data, many virtual

circuits can exist simultaneously across a given transmission line. In additi on, each device
can use more of the bandwidth as necessary, and thus operate at higher speeds.

. The improved reliability of communication lines and increased error-handling sophistication
atend stations allows the Frame Relay protocol to discard erroneous frames and thus eliminate
time-consuming error-handling processing. _

These two factors make Frame Relay a desirable choice for data transmission; however, they also

necessitate testing to determine that the system works properly and that data is not lost,

5.7.3 Broadband ISDN and ATM

The telephone companies are aced with fundamental problem: multiple networks. Telephone and
Telex use old circuit-switched networks. Fach of the new data services as frame relay uses its own
packei-switched network. DQDB (MAN) is different from these, and there is also the internal
telephone call management network. Maintaining all these separate networks is a major headache,
and there is another network, cable television, that the telephone companies do not control and
would like to. : ' _

The solution of this problem is to invent a single new network for the future that will replace all the
specialized networks with a single integrated network for all kinds of information transfer. This new
networkywill have a huge data rate compared to all existing networks and services and will make it
possible to offer a large variety of new services. This big project is now under way. '

~ The new wide area service is called B-ISDN (Broadband Integrated Services Digital Networks). It
will offer: ' ' '

video on demand,

live television from many sources,
.. multimedia electronic mail,

CD-quality music,

LAN interconnection,

high-speed data transport for science and industry,

many other services, all over the telephone line.

* 4 ¢+ + + & @

- The underlying technology that makes B-ISDN possible is called ATM. (Asynchronous Transfer

Mode) because it is not synchronous (tied to a master clock). .

A g}eat deal of work has already been done on ATM and on B-ISDN system, although there is more
ahead. '

The basic idea behind 474 is to transmit all information in small, fixed-size packet called cells. The

cells are 53 bytes long, of which 5 bytes are header and 48 bytes are data. ATM as a service is

sometimes called cell relay. ATM networks are connection-oriented.
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ATM networks are organized like traditional WANS, with lines and switches. The intended speeds
for ATM networks are 1535 Mbps and 622 Mbps, with possible gigabit speeds later. It is worth
pointing out that different organizations involved in ATM have different (financial) interests (the
long-distance telephone carriers. and PTTs vs. computer vendors). All these competing interests do
‘not make the ongoing standardization process any easier, faster, or more coherent. Also, politics
within the organization standardizing ATM (The ATM Forum} have considerable mﬂuence on where
ATM is going. :

Self Assessment 2

Truae/False:

Usenet News is a global electronic bulletin board system.

Novell Netware is a local-area network (LAN) operating system.

WWW is not the service of Internet.

TCP is a connectionless transport protocol

Fill in the Blanks.

An ... network is an older packet-switched network.

ATM networks are ............

......... is a local-area network (LAN) operatmg system developed by Novell Corporatlon
-Data link layer is above the ......ccovvrivecninvinnn layer.

8 SUMMARY

B

Y N SRS

standardization of the protocols used in the various layers.

TCP/IP reference model originates from the grandparent of all computer networks
Protocols can be either connectionless or connection—oriented. :

Protocol stacks are typically based on the OSI model or the TCP/IP model.

L

layers.
. Well-known networks have included Novell’s NetWare, the ARPANET, the Iniernet etc.

+ Nehvork-services included X.25 , Frame Relay, and broadband ISDN.

5.9 UNIT END QUESTIONS :

1. Discuss similarities and dissimilarities between OSI reference model and TCPfIP

2. Does the Novell Netware architecture look more like X. 25 or like the Internet ? Explam
your answer. -

3 List out main components of Internet.

4, What is protocol stack? Give a suitable example.
5. Differentiate the TCP and UDP.
5.

10 S\OLUTION TO SAQS

S True/False Fill in the blanks
éAQl ' False Network layer
 True e Open system

True Transport layer

False File Transfer Protocol
SAQ2 True o X.25.

True . Connection-oriented

Faise Novell Netware

False Physical
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UNIT 6
- PHYSICAL LAYER
Structure of the Unit - '
6.0  Objectives
6.1  Introduction
6.2 - Physical Layer
6.3  Transmission media
-6.3.1Guided Media
6.3.2 Unguided Media
6.4 Narrow Band ISDN
- 6.4.1 Services.
6.4.2 Architecture
6.4.3 Interface
6.4.4. Prespective on N-ISDN
6.5 Broadband ISDN
 6.5.1 Virtual Circuits versus Circuit Switching
6.5.2 Protocol Structure
6.6 ATM | _
6.6.1 Transmission in ATM networks
6.7 High Speed LAN
6.7.1 FDDI -
6.8 Summary
6.9  Unit End Questions
6.10 Solutions to SAQs

6.0 OBJECTIVES - |
After this unit, you should be able to know: _
. Different transmission media -
- ¢ . ISDN (Narrowband and Broadband) services
. ATM networks & transmission
* _  FDDI _
6.1 INTRODUCTION

In the Previous unit we have learned network reference models (OST and TCP/IP), differentiate
connection oriented and connection less services and examples of networks and data communication

services, In this unit we will discuss topics related to. physical lay 1, which will comprise of different
transmission media, Narrowband ISDN, Broadband ISDN and ATM networks. ' '

6.2 PHYSICALLAYER = - -

The Physical Layer is the first level in the seven-layer OSI model of computer networking. It translates
communications requests from the Data Link Layer into hardware-specific operations to effect
transmission or reception of electronic signals, The Physical Layer is a fundamental layer upon
which all higher level functions in a network are based: ' :
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6 3 TRANSMISSION MEDIA o

The purposé of the physical layer is to transport a raw bit stream from one machine to another.

Various physical media can be used for the actual transmission, Media are mainly grouped i nﬁ

* Conducted or guided media - use a conductor such as a wire or a fiber optic cable to move

* the signal fromsender to receiver. The data signals are bound by the ° ‘cabling” system.
Guided Media is also known as Bound Media. Examples are copper wire and fiber optics.
¢ Wireless or unguided media- use radio waves of different frequencies and do not need a

' wire or cable conductor to transmit signals. The data signals are not bound to a cabling
media and as such are often called Unbound Medla Examples are radio and laser through
the air. y

6.3.1 Transmnssnon Media - Gmded

_There are 4 basic types of Guided Media:
P Open Wire :
. Twisted Pair

* Coaxial Cables

. Optical Fibre

Open Wire

Open Wire is traditionally used to describe the elect:ncal wire strung along power poles There is a _

single wire strung between poles. No shleldmg or protection from noise interference is used. This

media is susceptible to a large degree of noise and interference and consequently not acceptable for'
data transmission except for short distances under 20 ft.

Twisted Pair

Twisted Pair wiring (Cat 3 and Cat 5) are popular methods of transferring data. They are especlally

prevalent in the LAN environment. The twists allow the signal to travel further than it could on a.

regular copper wire. The more twists per centimeter, the further the signal can travel. This is why

Cat 5 wire (with more twists) is preferred over Cat 3 wire. Twisted pair wires consist of two strands

of copper twisted together; the wires are unshielded, wh1ch is why Twisted Pair wire is ;ﬁ\o called

Unshielded Twisted Pair (UTP). _ _ '

‘Coaxial Cables - - . o o
‘There are two types of coaxial cables: ot :

+  Baseband Coaxial Cable: Baseband coaxial cable is an insulated copper wire covered with
amesh conductor, with a coating of plastic on top of that. Coaxial cable has better shielding
than twisted pairs, so it can span longer distances at higher speeds. The construction and
shleldmg of coaxial cable give it a good communication of high bandwidth and excellent
noise immunity. The bandwidth possible depends on the cable length. -

. Broadband Coaxial Cable: The other kind of coaxial cable system uses analog transmission
“on standard cable television -cabling. It is ‘called, broadband. In networking, the term -
“broadband” refers to any cable that uses analog transmission. The reason broadband cables
' areused is to get longer distances, but amplifiers are needed. These amplifiers transform the
cable into a unidirectional cable. If two-way communication is needed, two cables will be

needed (one gomg one way, the other goes the other way)

Copper Ingitading Brakied Prolactis
L matorial - . : - piastio-
oa\rerlng

A coaxial .cab_le.
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Optical Fibre

Fiber optics is one of the advances that have propelled communication technology into the future at 2

high speeds. Communication over fiber optics requires a source {of light}, a line (fransmission medium
= fiber), and a destination (to detect the light). The light stays within the fiber line because of the
angle at which the light hits the surface of the fiber line. Instead of passing through the fibet’s
surface (like a window), the light bounces off of it (like a mirror). The light propagates down the
fiber line because it continually reflects off the surface from the 11131de, the light never escapes the
fiber line until the receiver detects it.

Like copper, fiber optics suffers problems when transmitting over a distance. Attenuation (a weakening
of the power of a signal) ocours, as well as dispersion (the spreading out of light waves over a

distance). The discovery of solitons has helped wipe out the problem of dispersion, though. A fiber-

cable is heavily insulated like coax, but it has several differences. The core of the cable is a glass
strand, which is surrounded by a thick glass covering, which is then covered by plastic. -

‘When compared to copper for its overall purposes, fiber wins because it is lighter, higher bandwidth,
easier to install, harder to tap, and the signal stays stronger longer than in copper. The only drawback
to fiber at this point in time is the lack of familiarity among the engineering community with the
fiber technology compared to the copper.

Opncal fibres use light to transmit data. A thin glass ﬁbre is encased ina plasnc jacket which allows

the fibre to bend without breakmg A transmitter at one end uses a light emitting diode (LED) or-

laser to send pulses of light doWn the fibre which are detected at the other end by a light sensitive
transistor.

Followmg figure illustrates a single fibre (a) and a sheath of three fibres (b). Other configurations

are possible.
' ' Sheath dpcket
Corm -
{olnss} (plastic) Core Cladding

@
Single fibre and a sheath of three fibres
Optical fibres have four main advantages over copper wires.
. They use hght which nelther causes electrical mtepference nor are they suseeptlble to electrical

- interference
+  They are manufactured to reﬂect the llght inwards, so a fibre can carty a pulse of llght further
- than a copper wire can carry a signal

. Light can encode more information that electneal signals, so they carry more information
.- than a wire
+ Light can carry a signal over a single fibre, unllke electricity which requires a pair of wires

6.3.2 Transmission Media - ngmded

Unguided Transmission Media is data signals that flow through the air. They are not guided or
bound to a channel to follow. They are classified by the type of wave propagation.

Radio:

A network that uses electromagnetic radio waves operates at radio frequency and its transmissions
are called RF transmissions. Each host on the network attaches to an antenna, which can both send
and receive RF. ' ' :
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Satellites

_Radlo transmissions do not bend round the surface of the earth, but RF technology combined with

satellites can provide Iong-d1stance connections.

The satellite contains a transponder consisting of a radio receiver and transmitter. A ground station
on one side of the qcean sends a signal to the satellite, which amplifies it and transmits the amplified
signal at a different angle than it arrived at to another ground station on the other side of the ocean.

A single satellite contains multiple transponders (usually six to twelve) each using a different radio
frequency, making it possﬂJIe for multiple communications to pro\eeed simultaneously. These satellites
are often geostationary, i.e. they appear stationary in the sky. To achleve this, their Ol‘blt must be
22,236 miles (35,785 kilometres) high.

Microwave

Electromagnetic radiation beyond the frequency range of radio and telev1sxon can be used to transport
information. Microwave transmission is usually point-to-point usirg directional antennae with a
clear path between transmitter and receiver. :

Infrared

Infrared transmission is usually ln:mted to a small area, e. g. one room, with the transmitter pomtecl_

towards the receiver, The hardware is inexpensive and does not require an antenna.

Self Assessment Questions
True/False _ _ -
Examples of guided media are copper wire and fiber optics.
Infrared transmission is usually for large area.
Optical fibres use light to transmit data.
The Physical Layer is the third level in the seven—layer OSI model
Fill in the Blanks :
~ The satellite contains a ........... consisting of a radio receiver and transmitter.
‘Twisted Pair wiring ...... and ....... are popular methods of transfemng data.
Two types of coaxial cables are baseband and broadband
4, venevanans media use radio waves of different frequen01es

6.4 NARROWBAND ISDN

B The objective of ISDN is to replace a major portion of the worldwide telephone system with an
- advanced digital system by the early part of the century. Its primary goal is the integration of voice
and nonvoice services. ISDN, or Integrated Services Digital Network, can be categorized as either

. narrowband ISDN or broadband ISDN. :

Because ISDN is so focused on 64-kbps channels, we refer toitas Narrowband ISDN, to contrast it
- with Broadband ISDN (ATM). Narrowband ISDN is the original implementation of th1steehnology,
which was desngned to provide a standard for an integrated voice and data network over! standard

o=

haliN

- telephone lines. The primary advantage of this technology was that modems would not be needed to .

convert the signal into analog and then back 1nto dxgltal again.
6.4.1 ISDN Services

~ ISDN services offer data transmission services Tn add:ltlon to 'the normal voice services, so that
information relevant to a call can be accessed at the same time as the call is answered, and it can be
accessed on the same line.

Enhanced voice services:

- ¢/ Telephones with multlple buttons for instant call setup to arbitrary telephone anywhere in

; the world.,
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. Telephones that display the caller’s phone number, name, address, even the caller’s database

record.
+ /" Call transfer and forwardmg to any number worldwide and conference calls worldwide..

¢ ©  Build-in mechanism for leaving messages, without using external answering machmes

. Automatic wakeup call service, without operators mvolvement
New non-voice services: : '
¢+ - Computers with connections to any. other one in the world, as telephones connections now-
" a-day. :
* Computer-to-computer connections with multicast and broadcast mode..
.~ Closed user group for settmg up private networks. :
¢ - Videotex which is interactive access to a remote database by a person at a terminal. E.g., on-
line telephone book, Yellow Pages, order, payment, reservations, banking, etc.
¢ Teletex which is essentially a form of electronic mail for home and business. Telephones are

" turned into telephone/terminal workstations (must be cheap) for v1deotex and for composmg, :
- editing, sending, receiving, archiving, and printing emails.
* Fax in which an image is scanned, digitized, transmitted, redrawn on a remote side. In
effect, it is a distributed photocopy machine. High bandwidth is required. o

6.4.2 ISDN System Architecture
The key idea behind ISDN is the digital bit pipe. The ISDN’S dlgltal bit plpe does not care what
kind of digital information is being sent on it—all data is treated the same way. Since businesses and
homes use their communications differently, two different standards for ISDN have been developed:
one for the home (low bandwidth) and one for businesses (high bandwidth).Digital bit pipe is:

+ A conceptual pipe between the customer and the carrier through which bits flow.
\x Bits may be generated by any device.

¢ Bits flow in both directions.

» . . Multiple independent channels can share one pipe by time division multiplexing.

. NTl A network device betweem the custormer’s premises and the ISDN exchange.
" NT2orPBX (Prlvate Branch eXechange): an ISDN-exchange—hke device between user’s equlpment
and NT1.

(a) Example ISDN system for home use. (b} Example ISDN System "
with a PBX for use in large businesses. o
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6.4.3 The ISDN Interface

The ISDN but pipe supports multiple channels interleaved by time division multlplexmg The different
services and data rates offered by ISDN are named for letters of the alphabet (A, B, C, D E,H)in the
standards

A-"  4-kHz analog telephone channel

B- 64 -kbps digital PCM channel for voice or data

C-  8-or-16 kbps digital channel '

D- 16-kbps digital channel for out-of—band signaling

E- 64-kbps digital channel for internal ISDN signaling

" H-  384-,1536, or 1920 ~Kbps digital channel

Three conibinaﬁons have been standardized so far: '

1. . Basicrate:2B+ 1D |

20 Prlmary rate:23.B + lD (U.S. and Japan) or 30B +1D
3.0 Hybrid: 1A+1C

o S B {84 kips) -
D (18¥pe) Primory rede o1 1oBeg
E Basic rato Em B2

(a}
_ (a) Basic rate digiml pipe. (b) Primary rate digital pipe.
6.4.4 Perspective on N-ISDN

The first ISDN services that were developed are now called Narrowband ISDN because they have a
lesser data transmission rate than the newer Broadband ISDN (B- -ISDN). ISDN will likely be
implemented most often for fast Internet access, since other services such as video on demand will
be better suited for B-ISDN,

- 6.5 Broadband ISDN: Broadband Integrated Services Digital Network (BISDN)

Broadband Integrated Services Digital Network (BISDN or Broadband ISDN) is designed to handle
high-bandwidth applications. BISDN currently uses ATM technology over SONET-based transmission
circuits to provide data rates from 155 to 622Mbps and beyond, contrast with the traditional
narrowband ISDN (or N-ISDN), V\fhlch is only 64 Kbps basically and up to 2 Mbps.

The- desngned Broaclband ISDN (BISDN) services can be catej\::nzed as follows:

. Conversational services such as telephone—llke servicgs, which was also supported by N-
- ISDN. Also the additional bandwidth offered will alloy such services as video telephony,
~ video conferencmg and high volume, high speed data fransfer. - : '

¢ Messaging services, which is mainly a store-and- forward type of service. Apphcanons could
- include voice and video mail, as well as multi-media mail and traditional electronic mail.

¢ . Retrieval services” which prowdes access to {public) mfonnatlon stores, and mformatlon is,

~ sent to the user on demand only. ,

. No uvser control of presentation. This would be for instance, a TV broadcast, where the user
can choose simply either to view or not. Lo

. User controlled presentation. This would apply to broadcast information that the user can

partially control,
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The B-ISDN is designed to offer both connection oriented and connectionless services. The broadband
information transfer is provided by the use of asynchronous transfer mode (ATM), in both cases,
using end-to-end logical connections or virtual circuits. Broadband ISDN uses out-of-band signaling
(as does N-ISDN). Instead of using a D Channel as in N-ISDN, a special virtual circuit channel can
be used for signaling. However, B-ISDN was not widely deployed so far.

6.5.1 Virtual Circuit versus Circunit Switching

The basic broadband ISDN service is a compromise between pure circuit switching and pure packet

switching. The actual service is connection oriented, but implemented with packet switching, not

circuit switching. Connections are of two types:

¢ Permanent virtual circuit : Requested by the customer manually and remain in place for
" months or years. ' '

. Switched virtual circuits: They set up dynamically (like telephone call) as needed and

potentially torn down immediately afterward.

In circuit switching network, a dedicated physical path is established from source to the destination,

when space division switches are used. In virtual circuit network, like ATM, the route is chosen

from source to destination and all the switches (i.e. routers) along the way make table entries so they

can route any packet on that virtual circuit. When a packet comes along, the switch inspects the

packet’s header to find which virtual circuit it belong to. Then it looks up that virtual circuit in its

table to determme which communication line to send on.

Comparison of Circuit Switching and Packet Switching |

Circuit Switching Packet switching
Datagram packet Virtual Circuit Packet
Switching Switching ‘

Dedicated transmission No dedicated path No dedicated path

path

Continuous transmission | Transmission of packejs Transmission of packets

of data

Messages are not stored Packets may be stored Packet stored until delivered

until delivered

The path is established for Route established for Route established for entire

entire conversation | eachpacket conversation
Call setup delay; negligible | Packet transmission Call setup delay; packet
transmission delay " delay _ transmission delay

6.5.2 Protocol Structure- B ISDN Broadband Integrated Servnces Digital Network (Broadband
ISDN)

Broadband ISDN protocol reference model is based on 1 the ATM reference model
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ATM reference model

ATM adaptation layer (AAL). This layer is responsible for n mappmg the service offered by ATM to the
service expected by the higher layers. It has two sublayers.

ATM Layer. This layer is independent of the physical medium over which transmission is to take place. It
has those functions: Generic flow control (GFC) function, Cell header generation and extraction, Cell
multiplex and demultiplex.

Physical layer. This consists of two sublayers: Tfans}mrt Convergence (TC) and Physical medium (PM)

The management plane consists of two functions to perform layer management and plane management,
The plane management is not layered as the other layers are, This is because it relies needs information on
all aspects of the system to provide management facilities for the systemns as a whole. The layer management
provides information and control facilities for the protocol entities that exists in each mdmdual layer. This
includes opetation and maintenance (OAM) functions for each layer.

The control plane is responsible for the supervision of connections, including call set-up, call release and
maintenance.

6.6 ATM: Asynchronous Transfer Mode Protocol

The Asynchronous Transfer Mode (ATM) composes a protocol suite which establishes a mechanism to
carry all traffic on a stream of fixed 53-byte packets (cells). A fixed-size packet can ensuré that the switching
and multiplexing function could be carried out quickly and easily. ATM is a connection-oriented technology,
i..; two systems on the network should inform all intermediate switches about their service requirements
and traffic parameters in order to establish communication.

The ATM reference model, which has two forms - ene for the user-to-network mterface (UNI) and the
other for the network-to-node interface (NNI), is divided into three layers: the ATM adaptation layer
(AAL), the ATM layer, and the physical layer. The AAL interfaces the higher layer protocols to the ATM
Layer, which relays ATM cells both from the upper layers to the ATM Layer and vice versa. When relaying

» information received from the higher layers, the AAL segments the data into ATM cells. When relaying
* information received from the ATM Layer, the AAL must reassemble the payloads into a format the higher
layers can understand. This is called Segmentation and Reassembly (SAR). Different AALs are defined in
‘Supporting different types of traffic or service expected to be used on ATM networks.

- TheATM layeris reSponsible for relaying cells from the AAL to the physical.layer for transmission and from
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Different AALs are defined in supportmg different types of trafﬁc or service expected to be used on
ATM networks.

The ATM layer is responsible for relaying cel]s from the AAL to the physical layer for transmission
and from the physical layer to the AAL for use at the end systems, it determines where the incoming
cells should be forwarded to, resets the corresponding connection identifiers and forwards the cells
to the next link, as well as buffers cells, and handles various traffic management functions such as
cell loss priority marking, congestion indication, and generic flow control access. It also monitors
 the transmission rate and conformance to the service contract (traffic policing).

The physical layer of ATM defines the bit timing and other characteristics for encoding and decoding
' the data into suitable electrical/optical waveforms for transmission and reception on the specific
physical media used. In addition, it also provides frame adaptation function, which includes cell
delineation, header error check (HEC) generation and processing, performance monitoring, and
payload rate matching of the different transport formats used at this layer. SONET , DS3, Fiber,
twisted-pair are few media often used at the phys1ca1 layer.

6.6.1 Transmission in ATM

" ATM stands for Asynchronous Transfer Mode. This mode can be contrasted with the synchronous
T1 carrier . :

1T frume (125 p2ec) N
w22 ﬁta‘ 1|2|8|4{5|6|7|810 K112 13!14 18 |ﬂ|17 ﬁ|1ﬂ|m|21 'ﬂ!ﬁl‘i‘l Bl &

“\—mma1mm1mmmemmmm 7

@)
2 |1 1 .3 T 1 14 ] 4 6 4
Thete ke no recuiremenit about call ordering kg

- Fig. 6.7 (@) Synckronous transnussmn mode. (b) Asynckronaus transmission mode.

T1: frames are generated precisely every 125(sec. This rate is governed by a master clock. Slot k of
each frame contains 1 byte of data from the same source. _ '

ATM: has no requirements that cells rigidly alternate among the various sources. Cells artive randomly
from different sources. The stream of cells need not be contmuous Gaps between the data are filled
by special idle cells. - B : :

ATM does not standardize the format for transmlttmg eells Cells are a.llowed to be sent 1nd1v1dually,

or they can be encased in a carfjer such as T1, T3, SONET, or FDDI. For these examples, standards
exist telling how cells are packed into the frames these systems provides.

Ini the original ATM standard, the primary rate was 155.52 Mbps, with an additional rate at four time

that speed (622.08 Mbps). Thel%ates were chosen to be compatible wn:h SONET. ATM over T3
(44. 736 Mbps) and FDDI (100 Mbps) is also foreseen. -

The transmission. medlum for ATM. is nmmally fiber optics, but for runs s under 100 m, coax or_
category 5 twisted pair are also accepitable. Each link goes between a computer and an ATM switch,
or between two ATM switches. So, all ATMlinks are point-to-point. Each link is unidirectional. For
full-duplex operation, two paratlel links are needed.
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6.7 HIGH SPEED LANS

For low speeds and short distances, 802 LANs and MAN are used, but for high speeds and longer
distances LANs must be based on fiber optics or highly parallel copper networks. Fiber has high
bandwidth, is thin and light weight, is not affected by electromagnet interference from heavy
machlnery, power surges or lightning and has excellence secunty So, fast LANSs often use fiber.

6.7.1 FDDI( Fiber Distributed Data Interface) —Itis a hlgh performance fiber optics token ring
LAN running at 100 Mbps over distance up to 200 km with up 01000 stations connected. It has
high bandwidth. Although FDDI protocol is a token ring network, it does not use the IEEE 802.5

_token ring protocol as its basis; instead, its protocol is derived from the IEEE 802.4 token bus timed
token protocol. In addition to covering large geographical areas, FDDI local area networks can
support thousands of users. FDDI-II is the successor to FDDI, modified to handle synchronous
circuit switched PCM data for voice or I SDN traffic, in addition to ordinary data.

FDDI uses multimode fibers and LEDs rather than lasers. A FDDI network contains two token
rings, one for possible backup in case the primary ring fails. The primary ring offers up to 100 Mbit/
s capacity. When a network has no requirement for the secondary ring to do backup, it can also carry
data, extending capacity to 200 Mbit/s. The single ring can extend the maximum distance; a dual
ring can extend 100 km (62 miles). FDDI has a larger maximum-frame size than standard 100 Mbit/
s Ethernet allowmg better throughput FDDI protocol uses token, for data transmission i.e. a station
must first capture 1’ _ " mes around agam

4
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FDDI network
Self Assessment Question 2 )
- True/ False
' The first ISDN services that were. developed are now called Broadband ISDN.
Broadband ISDN protocol reference model is based on the ATM reference model.
. FDDI protocol is a based on bus network.
ISDN stands for Integrated Services Dlgltal Network
Fill in the Blank
. The key idea behind ISDN is the..........
ATM stands for...
-FDDI protocolisa ......... network
Broadband ISDN protocol reference model is based onthe ...... reference model.

8 SUMMARY

The Physical Layer is & ﬂundamental layer upon which all Iugher level functions in a network
are based.

BN
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6.

1.

2
3
4,
3.
6.
6.

The purpose of the physical layer 1s fo transport a raw bit stream from one machme 10
another.
Trahsmission Medias are of two types: guided and ungulded

ISDN, or Integrated Services Dlgltal Network, can be categorlzed as either narrowband ISDN

or broadband JSDN.

ISDN is based on digital bit pipe.

Broadband Integrated Services Digital Network (BISDN or Broadband ISDN) is demgned

to handle high-bandwidth applications.

Broadband ISDN protocol reference model i 1s based on the ATM reference model

9 UNIT END QUESTIONS

Name the two major categories of transmlssmn med* a.

What are the three major classes of gulded media? -
List out different ISDN services.
What are the main categorization of Broadband I_SDN?
" Define the ATM networks.
What is Digital Pipe line?
10. SOLUTIONS TO SAQS
True/False Fill in the Blanks
- SAQ1 True | | Transponder
False - Cat3,Cats . o
True Baseband, Broadband
False - Unguided
- SAQ2 False digital bit pipe |
True Asynchronous Transfer Mode
False o tokenring
True - ATM

60 J



UNIT 7

DATA LINKLAYER & LAN

Structure of the Unit

7.0  Objective

7.1 Introduction .

7.2 DataLink Layer Servwes

7.3  DLL protocols
7.3.1 Sliding Window Protocol
7.3.2 DLL inHDLC

~7.4  Internet and ATM

7.5 Multiple Access Protocols
7.5.1 Channel Partltlonmg Pro‘tocols
7.5.2 Random Access Protocols

7.6  Summary

7.7  Glossary

7.8  Further Readings

7.9 Unit end questions

7.0 OBJECTIVE

After completing this unit student should be able to understand the following tasks:
. Identify the role of the Data Link layer as it descrlbes communication from one end device to
~ another device.
Examine the most common Data Link layer protocol HDLC
Understand principles behind data link layer services:
0 error detection, correction
0 sharing a broadcast channel..mtiltiple access
o  linklayeraddressing '
o - reliable data transfer, flow control
0 instantiation and implementation of various link layer technologles g

7.1 INTRODUCTION

This chapier focuses on the role of the Data Link laycr exammmg how it divides networks ino groups of
hosts to manage the flow of data packets within anetwork. We also consider how communication between
networks is facilitated. This communication between networks is called routing. Data Link Layer is nesponsﬂ:vle
of transferring datagram from one node to adjacent node overa link.

Information in data packets are encoded and decoded into bits within this layer. Errors from the physncal
layer flow control and frame synchronization are cotrected here utilizing transmission protocol knowledge
and management. This layer consists of two sub layers: the Media Access Control (MAC) layer, which .

- controls the way networked computers gain access to data and transmit it, and the Logical Link Control
(LLC)layer, which controls frame synchronization, flow control and error checking.

Link Layer Services :

Framing, link access: encapsulate datagram into frame, adding header, trailer channel access if shared
medium “MAC” addresses used in frame headers to identify source, destination(different from IP address!)
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Reliable delivery between adjacent nodes : seldom used on low bit error link (fiber, some twisted |
pair); and for wireless links: high error rates

Flow Control: pacing between adjacent sending and receiving nodes

- Error Detection: errors caused by signal attenuation, noise. receiver detects presence of errors: signals
sender for retransmission or drops frame

Error Cerrection: receiver identifies and corrects bit etror(s) without resdﬂing to retransmission
Half-duplex and full-duplex : with haif duplex, nodes at both ends of link can transmit, but not at same

time.
7.2 SERVICES PROVIDED BY THE LINK LAYER

Framing: Units of data exchanged by the link layer are called frames. When transporting IP and related
connectionless network-layer protocols, each frame normally encapsulates one network-layer datagram.
Each frame will include a data field and a number of header (and/or trailer) fields. The frame on multiple
access links usuvally include physical address fields which are different from network layer addresses.

Link access: Specifies the rules by which a frame can be transmitted onto the link.

Most interesting when the multiple hosts can access the link. Examiples of multiple access links include
traditional Ethernet, token ring, and wireless. The frame protocol must coordinate the fransmissions of
many nodes. ' -

Reliable delivery: When a link-layer protocol includes reliable delivery, it guarantees to move each
network-layer datagram across the link without error, Link-layer reliable delivery may be used for links
with high error rates, such as wireless, Reliable delivery is usually considered unnecessary overhead for
low bit-error links, such as fiber, coax, and twisted pair media, The bit-error rates on most of these media
are very low when everything is functioning correctly, o
Flow control: The link-layer protocol cat provide for flow control so that the sender will not overwhelm
' thereceiver. : '

“Error detection: Most link-layer protocols provide for error detection by.mea'ns of error-detection bits in
_the frame header/trailer. This is usually more sophisticated than errdr detection on higher layers, and is
usually implemented in hardware. '

- Error correction: In some cases the error detection facility is enhanced to allow for error correction,
Half-duplex and full-duplex: This apply primarily to point-to-point links. Under full-duplex, bothends
of the .“nk may transmit at the same time; _ o
Network Interface Adaptors : An adaptor or network interface card or NIC is the interface between
anode and the physical media. The link-layer protocol is usually implemented in hardware on the adaptor.
The main compohents of the adaptor are the bus interface (to interface with the node) and the link interface
(to interface with the ph?sica‘l media). _ |
Error detection and correction te_chniques : The objective is to make the probability of an undetected
bit-error to be small. Obviously, not all bit errors can be detected. '

~ Parity: Parity is like a 1-bit checksum. The bits of the data field are added up mod 2, and the parity bit is
this sum (or possibly the complement). This is may be used for sending 7-bit ASCII text. Then the 8th bit
is used as a parity bit. However, bit errors tend to occur in bursts, and parity is not a good way to detect
burst etrors since if there are an even number of bit-errots in the data field, the errors will nét be detected
There is also 2-dimensional parity where parity is computed in two directions. The bits in successive data
fields are added mod 2. 2-dimensio: -] parity can detect and correct 1-bit errors. '

Forward error correcﬁonﬁ (FEC) refers to the ability of the receiver to both detect and correct errors.
- FEC is used in audio storage and playback devices, such as audio CDs. In a network setting, they allow

for the receiver to correct errors without waiting for a retransmission.
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Checksumm-irng: In checksumming, the d-bit data field is considered as a sequence of k-bit integers, and
these integers are added mod 2k. The checksum is either the sum or the ones-compliment of the sum,
Checksumming can be easily computed in software, and so tends to be used in higher level protocols
where the initial implementation was in software. '

Cyeclic Redundancy check (CRC): CRC codés are widely used in link-layer protocols. The bit-string
can be viewed as a polynomial whose coefficients are 0 and 1, and operations can be viewed as polynomial
arithmetic operations, CRC codes operate as follows: Supposed that a d-bit data field D is to be sent.
The sender and the receiver agree on an r-bit pattern known as the generator. We will call the generator
G (G is determined by the protocol.) The leftmost bit of G is assumed to be 1. The sender will append an
additional r-bit CRC field to the end of the data D so that the resulting d + r bit pattern is exactly divisible
by G. Division is carried out in bitwise modulo 2 arithmetic. Calculations are done in modulo 2 arithmetic
without carries between bits. Additiorn and subtraction are both equlvalent to the bitwise exclusive-or
(XOR) operation.

Multiplication can be done by the grade—school algorithm—using modulo 2 arithmetic without carries.
Division can be done by the grade-school long-division algorithm—using modulo 2 arithmetic without
carries. Multiplying by 2k is equivalent to a lefi-shift by k bits. Thus, 2r D XORR is the d +r bit pattern
sent by the sender and How is R calculated? We wantto chooseR sothat2r  DXORR is divisible by
_G. In other words, we want to choose R so that theré exists a quotient n such that 2r . DXORR =nG If

we add (i.e., exclusive-or) R to both sides we get: 2r_ D=nG XORR Thisis of the form dividend="

divsor _quotient + remainder.
In other words, R is the remainder on chwsnon of2r_Dby G
Standards define G for the r values of 8,12,16,and 32

The CRC standards can be shown to detect all burst errors of less than £+ 1 bits and will detect any odd
" number of biterrors. Inaddition, they will detect longer burst errers with high probability (under appropriate
assumptions). CRC calculations can be easily and efficiently implemented in hardware. Thus, CRC is
commonly used for hardware-implemented protocols. '

Introduction to multlple access protocols

There are two kinds of network links:

A point-to-point link connects two nodes. _

A broadecast link can have more than 2 nodes all connected to the same channel.

Tt is called a broadcast link because a sending node broadcasts the frame, and all other nodes receive a
copy. Traditional Ethernet and wireless are good examples,

Multiple access protocols: _
If more than one node t:ransmlts a frame at the same time, a collision occurs.

Typically, when a collision OCCUrs, éne of the receiving nodes can make any sense of any of the frames
transmitted. Thus, it is necessary to inate the transmissions to minimize or eliminate collisions, This is
the job of the multiple access protocol. : :

There are three categories of multiple access protocols:

. Channel portioning protocols.

¢ Random access protocols. |

* Taldng—hnﬂ? ﬁi'otocols.

Simple channel partitioning protocols.

Time Division Multiplexing (TDM).

TDM divides time into time frames which are in turn divide into time slots If thcre are N nodeson the link,
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then each frame will be divided into N slots Each of these slots is allocated to a node. Each node gets

1=N of the bandwidth, so the TDM is completely fair. TDM can work well if nodes need a uniform and
predictable amount of bandwidth (such as a phone conversation), TDM does not work very well when the
amount of bandwidth needed or desired is highly variable (such as typical computer data trafﬁc)

Frequency Division Multiplexing (FDM).

- FDM divides the channel into different frequencies. Again, each of N nodes gets a fraction 1=N of the
total bandwidth. For optical fiber, this is called Wave Division Multlplexmg (WDM). F DM has the
same advantages and disadvantagesas TDM.

Error Detection

When data is transmitted from one computer to another, we usually assume that it gets through corrcctly
But sometimes things go wrong and the data is changed accidentally. This activity uses a magic trick to
show how to detect when data has been corrupted, and to correct it. The occurrence of a data bit error in

aserial stream of digital data is an infrequent occurrence. Even less frequent is the experience of numerous
errors within the transmission of a single message. Usually if a number of errors occur then it can be
presumed that.eithera sagmﬁcant interference occurred effecting the transmission line or that there is a
major failure in the communications path. Largely because of the extremely low bit-error rates in data
transmissions, most error detection methods and algorithms are designed to address the detection or
correction of a single bit error. However, as we shall soon see, many of these methods wﬂl also detect
multiple etrors. Error correction, though, will remain

a.one-bit error concern. Probably the most common and oldest method of error detectlon isthe use of
parlty While parity is used in both asynchronous and synchronous data streams, it seems to find greater
use in low-speed asynchronous transmlsmon apphcataons however, its use is not exclusive to this.

Panty Error Detection

Parity works by adding an addltlonal b1t to each character word transmitted. The state of this bit s determined
by a combination of factors, the first of which is the type of parity system employed. The two types are
even and odd parity. The second factor is the number of ogic 1 bits in the data character, In an even parlty
system, the parity bit is set to a low state if the number of logic 1s in the data word is even. Ifthe countis -
odd, thenthe parity bit is set high. For an odd parity system, the state of the parlty bit is reversed. For an
odd count, the bit is set low, and for an even count, it is set high. _

EXAMPLE . _
What is the state of the parity bit for both an odd and an even panty system forthe
extended AS CII charactcr B?

~ Solution: : : -

The extended ASCII character B has a bit pattern of 01000010 (42 H). The numiber of logic s in that
 pattern is two, which is an even count. For an even parity system, the parity bit would be set low and for an

- odd parity system, it would be set high.

. Todetect data errors, each character word that is sent has aparity bit computed for it and appended after
the last bit of each character is sent. At the receiving site, parity bits are recalculated for each received
character. The parity bits sent with each character are compared to the parity bits the receiver computes.

- Iftheir states do not match, then an error has occurred. Ifthe states do match, then the character maybe
errorfree,

EDC=Error Detection and Correction bits (redundancy)
D = Data protected by error checking, may include header fields
. Errof detection not 100% reliable!

* protocol may miss some errors, but rarely ' R



e lérgcr EDC field yields better detection and correction

L = 1
[ datagram ] | datagram ]

. =d dpta bits— -

[ D lEDcl T D TeEDC

R ()_bit;efror prone link (}~=

- Parity Checking : - :
- Single Bit Parity: Detect single biterrors . o
* Two Dimensional Bit Parity: Detectand correct single bit errdrs

4—-— d data bits __’Iganty

roww. -
parity o
d-—‘ -1 .' - - d"‘ 3 d"' . J+
Ao 4 ST do | g2
o e e =T Ay
colurmm l i, 1 1.J d"3+1 '
parity A1, - - - A .IJ i, j+1
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1111 oo
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PO SrIrors

correctab /e
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ARQ : To correct érvors using parity, the receiving station can only request that the message containing the
* error be tetransmitted. A system that is capable of requesting reiransmission of abad message automatically
in response to detécting an error has Automatic Request for Retransmission ot Automatic Repeat
Request (ARQ) processing within its communications software package. ARQ was originally designed to
be used with a special type of character code that used a seven-bit tharacter size. The uniqueness of that
~ cpdé was that each character code contained three bits that were high and four that were low. If any
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character received is detected with more o less than three high bits in it, it is flagged as bad and the receive
station automatically requests that the character be retransmitted. -

- The automatic request process has been incorporated into other error detection software such as those

- action on the user’s part,

which respond to parity errors withany available character code. Not all systems usin g parity have ARQ
functions included in their programs. Some use a parity error flag contained within a status register, which,
when read by an application program, causes a message to be sent to a terminal to inform a user that a data
error has occurred. It is then up to that user to determine if it is necessary to request the message be
retransimitted. The advantage of doing this is that some etrors are less critical than others and do not
require taking up communication time for aretransmission of the data. For instance, an error ina plain text
message may be obvious enough that the user can easily determine the correct character in the text. In that
case, there is no need to have the text resent. The drawback to this method is that the display of the
message must be interrupted to inform the user that an error has occurred and that it does require some

‘Data Correction Using LRC/VRC

Parity is primarily used for detecting errors in a serial data character. A bad parity match indicates a logic

-error has occurred in one of the character’s data bits. The use of parity called a vertical redundancy

check (VRC) can be extended to allow single-bit error correction to take place in a received data stream.
By having the ability to correct an error, a receiver would not require a message to be retransmitted, but
could do the correction itself. The trade-off in using an error-correction scheme is that an additional character
has to be sent with the message and additional software and/or hardware must be used to create and
interpret that character. For asynchronous data transmission, that character is known as the longitudinal
redundancy check (LRC) character, o '

Using a VRC/LRC system, the message is sent with each character containing the

regular even-parity bit known as the VRC bit. As with error-detection schemes, any mismatch between
transmitted and received VRCs indicates that the character contains a bad data bit. In order to correct the

“bad bit, what is left to be done is to determine which of the character’s bits is the bad one. This is where

e

LRC comes in. It is used to create a crossmatrix type of configuration where the VRC bit denotes the row
(character) and the LRC, the column (bit position) of the message’s bad bit, At the sending site, each of the
data bits of each character is exclusive ORed with the bits of all the other data bits. This is best illustrated

by example.

Example: _ _ .

Determine the states of the LRC bits for the asynchronous ASCIT message “Help!”
Solution: - -

The first step in understanding the process is to list each of the message’s characters

- ywith their ASCII code and even VRC patity bit:
LSB MSB'VRC CHARACTER
0001001 0 " H
1010011 0 e
0011011 0 .
0000111 1 p
1000010 0 !

Next, for each vertical column, find the LRC bit by applying the exclusive OR function. To make this
process easier, you can consider the results of the exclusive OR process as being low or zeto (0),if the
n&(nber ofones (1) are even, and one (1) if the count is odd. For instance, in the LSB column, there are

two 1’s, so the LRC bit for that column is a 0. And for the rest:
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LSB | MSB VRC CHARACTER

0001001 0 H
1010011 0 e
0011011 0 |
0000111 1 p
1000010 0 !
0000100 : 1 LRC

| When the message is transmitted, the LRC character is sent following the last character of the message.
The receiver reads in the message and duplicates the process, including the LRC character in the exclusive
OR process. If there were no errors, then the VRC’s would all maich and the resulting LRC would be 0.

Cyclic Redundancy Check One of the most frequently used error-detection methods for synchronous

data transmissions is cyclic redandancy check (CRC) developed by IBM. This method uses a pseudo-

binary-~division process to create the error or CRC character, which is appended to the end of the message.

The hardware circuitry that generates the CRC character at the transmitter is duplicated at the receiver.
 This circuitry i$ incorporated into the transmit and receive shift registers that send and receive the actual
" message. We will begin by cxplonng the method used to create and check the CRC character and then
view the circuitry

that performs the operation. In the original spemﬁcatlon for CRC, IBM spec1ﬁed a 16-bit CRC character
designated as CRC-16. For CRC-16, those positions.are: _

16 1250; 10001000000100001
which, as a quadratic expression, is written as:
. 1 .

G(X) = X16 + X12 + X5 + 1 note: X0 =1

The process uses a co ant “divisor” to perform the “division”

process, which appears in binary for CRC-16as:

1000 1000 0001 0000 1

Agam, spaces are used for clarity. In actuahty, there are no Spaoes Now that we have a“divisor” we need

something for it to be divided into. This is the message. The process is begun by adding 16 zeros (one less

than the number of bits in the “divisor™) after the last bit of the message. These 16-bits will eventually be
_replaced by the ckc character. The “divisor” is then exclusive ORed with the seventeen most significant

bits of the message. Enough additional message bits are appended to the result of the exclusive OR process

to fill out 17-bit positions starting with the first logic 1 of the exclusive OR result. The process is repeated

until the last bits of the message (including the added zeros) are used. The result from the last exclusive OR

process becomes the CRC-character that replaces the 16-zero bits originally added to the message (leading

zeros are added as needed). This process is best wewed by example, which will use a smaller CRC

“divisor” to shorten the process.

Example :

- Compute the CRC-4 character for the followmg message using a “divisor” eonstant
of 10011: 110001101011 0}

| Solution :

- CRC-4 is used for illustration purposes since an example using CRC-16 looks cumbersome on paper and
 isdifficult to follow. However, the principle is the same. Notice that the “divisor” is 5-bits, one more than

the number indicated by the CRC type (CRC-4). The same was true for CRC-16, which had a 17-bit
“divisor.” We start the process by adding four zeros to the data stream and removing the spaces we have
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been using for convenience:

110001101011010000

Next, set up the problem to appear as a division problem:

10011)11000110101101000¢ - . e
Start the “division” process by exclusive OR the “divisor” with the first five bits of the message:

110011)110001101011010000

10011
1011

Now bring “down” one bit so that the result of the exclusive OR process is filled outto the “lelSOI’” size
and repeat the process:

10011 )110001101011010000

10011

10111

10011

100

Contmue with the process until all of the b1ts in the message plus the added four
zeros are used up:
1001 = CRC character

The CRC character is appended onto the end of the message and transmitted. At the receiver, the process
is repeated, except that there are no zeros added to the message. Instead, the CRC character fills up those

positions. If the result of the process at the receiver produces zero then no errors occurred. Ifanybitor

combination of bits are wrong, then the receiver will yield a non-zeto result.

In short, Operation is: View data bits, D, asa binary number; choose r+1 bit pattern generator, G, goal
chooser CRC bits, R, such that <D,R> exactly divisible by G (modulo 2).

- Receiver knows G, divides <D,R> by G. If non-zero remainder: error detected! can detect all burst errors
less than r+1 bits mdely usedin practiﬁe (ATM, HDCL). :

< d bits - >4 [ bits —>.
- hit
. | D: data bits to be.'sentl R:CRC bitsl- pattern

‘x r .. Mmathematical
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Checksum Error Detection

Another method of error detection uses a process known as checksum to generate an error-detection
character. The character results from summing all the bytes of a messa se together, discarding and carry-
over from the addition. Again, the process is repeated at the receiver and thetwo ¢hecksums are compared.
Amatch between receiver checksum and transmitted checksum indicates gpod data. Amismatch indicates

_an error has oceurred. This method, like CRC, is capable of detecting single or multiple errors in the

_message. The major advantage of checksum is that it is simple to implenfent in either hardwarelor software.
"The drawback to'checksum is thiat, unless you use a fairly large checkgum (16- or 32:bit ingtead of 8-bit);
there are several data-bit patterns that could produce the same checksum result, thereb;/d?;reasing its
effectiveness. Itis possible that if enough errors occrina message that a checksum could be produced

 that would be the same as a g(;od message. This is why both checksum and CRC errordetection methods
do not catch 100% of the ertors that could oceur, they both come pretty close.

Example
What is the checksum value for the extended ASCII message “Help!”?
Solution : R o | o
The checksum value is found by adding up the bytes representing {he Help! characters:
01001000 H Y | ’ |
01100101
011011001
01110000 p
© 00100001 ! |
00010000 Checksum

Enror detection is an acceptable method of handling data errors in lan-based networks because retransmission
of most messages result in a short delay and a little extra use of bandwidth resources. Imagine a satellite
. orbiting around Jupiter or Saturn, transmitting critical visual data as binary stream information. Thetimeit
takes for those transmissions to reach Earth is measured in hours. During this time, the satellite has adjus
its orbit and is soaring across new territory and sending additional data. Correcting errorsin these mwsa%
cannot be done by retransmission. A request for that retransmission takes as long to get to the satellite a
the original message took to get to Earth. Then consider the time it would take to retransmit the message.,
What would the satellite do with new data, reach it while it tries to handle the retransmitting of old data?
The memory needed to hold the old data in case it would need to be resent is astronomical to say the least. \
Instead, an error-correcting method such as the Hamming code is used sothat errors can be corrected as :
‘they are detected. : : | L N '|
ERROR CORRECTION ' o - 1
Hamming Code B ' _ - o
For synchronous data streams, a error-cotrecting process called Hamming code is commonly used. This
method is fairly complex from the standpoint of creating and interpreting the error bits, It is implemented in
software algorithms and relies on a lot of preliminary conditions agreed upon by the sender and receivet.
Error bits, called Hamming bits, are inserted into the message at random locations. It is believed that the
randomness of their locations reduces the statistical odds that these ' : :
_ ing bits themselves would be in error. This is based on a mathematical assumption that because there
are so many more messages bits compared to Hamming bits, that there is a greater chance for a message
bit to be in error than for a Hamming bit to be wrong. Another school of thought disputes this, claiming that
each and every bit in the message, including the Hamming bits, has the same chance of being corrupted as .- -
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any other bit. Be that as it may, Hamming bits are inserted into the data stream randomly. The only crumal
point in the selection of their locations is that both the sender and receiver are aware of where they actually
are, The first step in the process is to determine how many Hamming bits (H) are to be inserted between
the message (M) bits. Then their actual placement is selected. The number of bits in the message (M) are
counted and used to solve the following equatlon to detemune the number of Hamming (H) bits: 2¥>=7M
+H-1 -

Once the number of Ham:mng bits is detcrmmcd the actual placement of the bits

into the message is performed. It is important to note that despite the random nature of the Hammmg blt
“placements, the exact same placements must be known and used by both the transmitter and the receiver,
Thiis is necessary so that the receiver can remove the Hammmg bits from the message sent bythe transmitter
and compare them with a 31mllar set of bits generated at the receiver.

Example :

How many Hamming blts are required when using the Hamming code withthe extendedASC[[ synchmnous
message “Help'” ?

Solution:

The total number of bits in the message is:

M= 8-bits/character 7?5 characters = 40 bits

This number is used in Equation 3—1 to determine the number of Hamming bits:

2>=40+H+1

The closest value to try is 6 bits for H, since 26= 64, which is greater than 40+ 6 + 1 =47. ThlS satlsﬁes
thccquaﬁon :
Oncethe Hamming bits are inserted into their positions within the message, their

states (high or low) need to be determined. Starting with the least significant bit (1.SB) as bit 1, the binary
equivalent of each message-bit position with a high (1) state is exclusive ORed with every other bit position
containinga 1. The result of the exclusive OR process is the states of the Hamming bits. Once again, as
with previous error detection and correctlon-processes, it is bestto view how the Hamming code works
by using an examplc ' : : S
Example '

Determine the states of the six Hammmg bits inserted mto the message “Help"’ atevery other bit position
starting with the LSB. . . _

Solution :

In the last example, we determined that six Hammmg bits were required for the “Help"’ miessage. For
simplicity, we shall insert the Halmmng bitsa little less

randomly: Help! n _
0100100001100101011011000111000000 HOHOHOHOH1H

Starting from the LSBon the nght, the first1is encouritered in bit position 2, the next in pomtlon 12 and S0
forth; '

Bit Position ) Eq_llivalent Binary
2 - 000010
12 o 001100
19 e 010011
20 - o 010100

21 - 010101
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25 011001

26 011010
28 011100
29 o 011101
31 . 011111
33 100001 -
36 100100
37 | 100101
42 | 101010
45 _ 101101
H= 100110

All these binary values are exclusive ORed together—ah odd number of ones producesa 1, and an even .
count, a 0—to create the Hamming bits values. These values are substituted for the H-bits in the message.
The entire thing is then transmitted and the process repeated at the receiver:

0100100001100101011011000111000000110000010110

If the message was received without any errors, then the Hamming-bit states produced at the receiver will
match the ones sent. If an error in one bit did occur during transmission, then the difference between the
transmitted Hamming bits and the receiver results will be the bit position of the bad bit. This bit is then
inverted to its correct state. The limitation imposed by the Hamming code is twofold. First, it works only
- for single-bit errors, and secondly, if one of the Hamming bits becomes corrupted, then the receiverwill -

‘actually invert a correct bit and place an etror in the message stream, :

Example :
Demonstrate how the Hamming code is used to correct a single-bit error in the data stream.,

Solution :

During the transmission of the message, bit 19 experiences a noise spike that causes it to be received as a
0 instead of 1. The receiver goes through the process of determining the states of the Hamming code,
resulting in this calculation: ' '
' 2000010
- 12001100
20010100
20010101
25011001
26011010
S 28011100
29011101
31011111
33100001
36100100
37100101
42101010
45101101
: H=110101
Notlce that bit 19 is not included in the list since 1t was received as a low-state instead of a high-state. Now
we compare the Hamming code transmitted to this one the receiver just derived:

" Transmitted code: 100110
Receivercode: 110 l 0 I

010011=bit19
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There is no “black magic™ mystery to why the Hamming code works, The originally transmitted codes are.

formulated by adding binary bits together (the exclusive OR process), ignoring carries. A similar process
occurs at the receiver. If abit has changed, then the two sums will be different and the difference between
them will be the bit position number that was not added at either the transmitter or the receiver. By comparing
the two Hamming Codés using exclusive OR gates, the numbers are effectively being subtracted from one
another (another function of the exclusive OR gate) and the difference is the bad bit position.

7.3 DLL PROTOCOLS

DataLink Layer protocols transfer data through serial data link, are categorized in two classes : Synchronous
vs. Asynchronous. Another categorization is Character-oriented: used in case of slower data rate links
(for example, modems using Kermit and X-modem) vs. bit-oriented mode: used in case ofhigher rate
link involving long physical separations (for example, radlo-based satelllte links, circuits through pnvate
multlplexer networks use HDLC)

 Datalink protocols are located in the two communicating DTEs (meludmg network eqmpment workmg as
a DTE). Data Link Layer Protocols HDLC, ADCCP, LAP-B, LAP-D, SDLC, Kermit, XMODEM,
BSC. X.25 packet switching networks use LAPB (link access procedure, balanced) as data link protocol
based on HDLC,
ISDN (integrated service digital network) uses LAPD (link access procedure D channel) based on HDLC
In LANs, LLC (logical link control, subclass of HDLC) isused (e.g: ethernet, ring, bus, ) '
. Stop and Wait

- Source transmits frame _ _

- Destination receives frame and replies with acknowledgement

- Source waits for ACK before sending next frame

- Destination can stop flow by not send ACK.

- Works well fora few large frames
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Figure 7.2 Stop-and-Wait Link Utilization (transmission timé = 13 pmpngaﬂoo l.ime =a)
Courtesy: W.Stallings

7.3.1 Sliding Window Flow Control

The link utilization for Stop and Wait protocol is poor., The Sliding-window protocol has performs well

with characteristics :
- Allow multiple ﬁ'ames to be in transit
- Receiver has buffer W long
- Transmitter can send up to W frames without ACK
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. - Each frame is numbered
- ACK includes number of next framé expected
- Sequence number bounded by size of field (k)
- Frames are numbered modulo 2k

h Hovrcs Systens A - . ) Distisislion Systess I I

A
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E
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Fipurs 7.4 Example of o Stiding-Window Prolocol

. . ~ Courtesy: W.Stallings
- Automatic Repeat request (ARQ) -
Also known as Positive Acknowledgernent with Retransmsmon(PAR)
+ Sequence numbers o _
—goingintoa finite field in the header so mustbe cyclic
—how many numbers are needed? |
+ Stop and wait protocol _
~ —Only confusion between adjacent packets since sender
— waits for a positive ack
—1 bit (2 sequence numibers) will silfﬁoe
Utilisation

~ Utilisation is the fraction of an avallable resource that is actually used. It can be calculated eitherintime or
- frequency space e.g A 2Mb/s link with 50% utilisation transmits IMb/s of information on average. The
same link would also be occupied for 50% of the time.

ARQ Bandwidth Utilisation
* Protocols discussed so far only have 1 frame in transit
- —withbandwidth B, delay T and N bits /frame
#t:‘ansfnissioﬁ time T+N/B
—round trip time 2T+N/B (ack <<N bits)
_ effective bandwidth is N/(2T-+N/B)=B/(1+2TB/N)
~good utilisauon 1t N>>2BT
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*

- —orN>> possible number of bits on the line
- Need more frames in transit
7.3.2. DLLin HDLC

HDLC Specifications :

1.

Type of stations | _ /
Primary station (P): controls the operation of the link {command)

Secondary station (S): operates under the control of the P (response)
Combined station{C): combines the features of Pand S (nesponse, command)
Link configurations

Unbalanced configuration

- P-to-P, Multipoint/Multidrop (1 master connected with many slaves)

- one P and one or more S

- full-duplex, half-duplex

Balanced configuration-

- P-to-P

-two C (conibined station)

- full-duplex, half-duplex

Data transfer modes

Normal Responsed Mode (NRM)

-unbalanced configutation
- P may initiate data transfertoa S

* . - Smay only transmit data in response fo a poll from the P multidrop line, point-to-point

Asynchronous Balanced Mode (ABM)

- balanced configuration

-either C niay initiate t: on without permission from the other
- full-duplex P-to-P

Asynchronous Response Mode (ARM)

- unbalaniced configuration

- § may initiate transmission without explicit permission of the P

- P retains responsibility for the line, initialization, ertor i‘ecovery, and
logical disconnection

Classes of frames

Unnumbered frames

- Link setup and discennection

- Unnumbered: no ACK info (no sequence #s)

-Set SNRM/SARM/SABM: set logical link between pnmary and secondary and inform
secondary of the mode of operation -

-UA: ACK to other frames in this class -

- DISC: Primary clears logical link
Information frames (I-frame)
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- Carry information/ data

- May carry ACK info plggybacked (ABM, ARM)

Supervisory frames :
- Error and flow control -

- Contain send / receive sequence numbers

- RR (Receiver Ready) and RNR (Receiver Not Ready)
- Used inNRM and ABM |

- Secondary willing/unwilling to accept I-ﬁ'ame

- Secondary ACK.

- REJ(Reject) and SREJ (Selective Reject)

-UsedinABM _

- Indicate out of sequence I-frame received

- Rej: Go Back N, SREJ: Selective Repeat

Link Management
- -Exchange of unnumbered frames to setup/take down loglcal connection and Ack
- NRM: Multidrop link

Privawy (X3




7.4 INTERNET & ATM

What is ATM? . _
Asynchronous Transfer Mode (ATM) is a technology designed for the high-speed transfer of voice, video, -
and data through public and private networks using cell relay technology. ATM is an International -
Telecommunication Union Telecommunication Standardization Sector (TTU-T) standard, Ongoing work
onATM standards is being done primarily by the ATM Forum, which was jointly founded by Cisco Systems,
NET/ADAPTIVE, Northern Telecom, and Sprintin 1991. A cell switching and multiplexing technology,
ATM combines the benefits of circuit switching (constant transmission delay, guatanteed capacity) with
those of packet switching (flexibility, efficiency for intermittent traffic). To achieve these benefits, ATM uses
the following features:

‘. Fixed-size cells, permitting more efficient sw1tchmg in harclware than is posmble with vanable-

 length packets

. Connection-oriented service, permitting routing of cells through the ATM network over virtual
connections using simple connection identifiers o
. Asynchronous multiplexing, permitting efficient use ofband\mdth and mterleavmg of data of varying
priority and size The principal characteristics of ATM are as follows: :
- ?The ATM standard defines a full suite of communication protocols from an apphcatlon-level
APl all the way down through the physical layer.

- 7The ATM service models include constant bit rate (CBR) service, variable bit rate (V BR)
service, available bit rate (ABR) service, and unspecified bit rate (UBR) service.

- ?ATM uses packet switching with fixed-length packets of 53 bytes. In ATM jargon, these
* packets are called cells. Each cell has five bytes of header and 48 bytes of “payload ? The
fixed-length cells and simple headers have facilitated highspeed switching.

- ?ATM uses virtual circuits, In ATM jargon, virtual circuits are called virtual channels, The
ATM header includes a field for the virtual channe] nurber, which is called the virtual channel .
identifier (VCI) in ATM j jargon Packet switches use the VCI to forward cells toward their
destinations.

- 7ATM provides no retransmissions on a lmk-by—lmk basis. If a switch detects an error in an
ATM cell header, it attempts to cotrect the error using error-correcting codes, If it cannot
correct the error, it drops the cell rather than request a retransmlssmn from the preceding

N switch. : -

- 7ATM prov1des oongestlon control only within the ATM ABR service class. ATM switches
themselves do provide feedback to a sending end system to help it regulate its transmlssmn

- rateintimes of network congestion. :

- ?ATM can run over just about any physical layer It often runs over fiber optlcs using the
SONET standard at speeds of 155.52 Mbps, 622 Mbps, and higher, The ATM protocol
stack consists of three layers: the ATM physwal layer the ATM layer;, and the ATM adaptauon
layer (AAL);

- 7The ATM physncal layer deals with voltages, bit hrmngs, and framingon the phys1oal medlum _
- 7The ATM layer is the core of the ATM standard. It defines the structure of the ATM cell,

- 7The ATM adaptation layer (AAL)is roughly analogous to the 'transport layer in the Internet
protocol stack. ATM includes several d]fferent types of AALS to support different types of
SSI'VICBS Y
Ctmently,ATM 1s most commoniy used as a link-layer technology within localized regions o&he Internet.
Aspecial AAL type, AALS, has been developed to allow TCP/IP to interface with ATM Atthe\IP-to- :
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ATM interface, AALS prepares IP datagrams for ATM transport; at the ATM-to-IP interface, AALS
reassembles ATM cells into IP datagrams. Figure 7.4 shows the protocol stack for the regions of the
Internet that use ATM. Note that in this configuration, the three ATM layers have been squeezed into the
lower two layers of the Internet protocol stack. In particular, the Internet’s network layer views ATM as a
link-lay